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Comparison of US and Russian E-Government Education

E-government in the US has added the dimensions of "interactions" and "transactions" to the dimension of "presence" of web sites for federal, state, and even local units of government. E-government is now becoming ready for the dimension of "transformation"; this new dimension of transformation is intended to provide an unbroken flow of information and collaborative decision-making among all units of government. Potentially, this dimension may open the door to a virtual state where agencies are combined and recreated and even local government boundaries may change. However, the US is lagging in the development of another dimension of e-government -- the "human side of enterprise" that Douglas MacGregor argued was lacking in the command-and-control assumptions of the business world. Eventually, both Russian and US governments need to create a new generation of public sector managers who innovate, move across boundaries, exhibit creativity regarding unplanned occurrences, and can motivate personnel. In turn, academic institutions need to develop programs not only to fill these needs but also to anticipate future needs, thus staying "ahead of the curve." 

Evolution in the Meaning of E-government


The difficulty in "staying ahead of the curve" is illustrated by the rapidly changing meaning of the term e-government over the past 20 years. Early e-government literature deconstructed the information and communications technologies (ICT) environment into fundamental characteristics, such as interactivity, based on the developments in broad-band communications and early electronic group work and described in works such as Hiltz and Turnoff's "Network Nation: Human Communication via Computer." By projecting individual characteristics into a simple vision of the future, many writers forecast that interactivity would result in an "e-democracy" replacing representative democracy (Scavo 2006; Scavo & Shi 2000). Others argued that the move to e-government offered a high risk of destroying the social fabric (Mickunas and Pilotta 1998); access to so much information by government would lead to a loss of privacy and suppression of dissent.


As ICTs spread through government, a critical mass was reached in the mid- to late 1990s that allowed better assessment of the effect of ICTs and changed what was meant by e-government (Reece 2006). Numerous studies described specific uses as well as general characteristics of e-government itself rather than the technologies such as catalogues of e-government characteristics that document types of virtual services (see West 2005). The descriptive literature generated by this research has been of great use in developing benchmarks, best practices, classification schemes, etc. 


Within the past several years, what is meant by "e-government" has continued to evolve with the expansion of explanatory and causal literature in settings such as APSA (Reece 2006) as well as the rise in academic units focused on e-government such as the SUNY Albany's Center for Technology in Government (http://www.ctg.albany.edu). At larger schools, professorships of e-government and related areas are being created and some faculty members are devoting their entire research to e-government. 


The evolving nature of technology and government will undoubtedly lead to further changes. The new dimension of government requires knowledge of both political and policy concerns such as access, transparency, privacy, security, and regulation as well as traditional management concerns of outsourcing, needs assessment, and implementation. 

Concerns and Opportunities Regarding E-government


However much the meaning of e-government has changed, ICTs have been adopted by virtually all units of government. Why should we be concerned with e-government at this time? First of all, the designing of e-government systems are not just technical or administrative acts but "...political acts that have important implications for the conduct of public administration and democracy." (Brewer 2006, 473). The US is facing an evolving hodge-podge of ICT development and integration into public administration that no one would knowingly plan in advance or advocate. In the view of some, the current "...information revolution and related development are creating chaos in the public sector environment." (Brewer 2006, 473); the limits in growth of IT budgets imposed by the "war on terrorism" has decreased the ability to react to those problems.


A second concern relates to the link between the organizational failures and public administration as described by Brown & Brudney (1998, 439) "the information system failures witnessed throughout the public sector are not grounded in technical limitations but in attendant managerial issues - domains in which schools and department of public administration could and should make a difference...in no small part, failures in IT have occurred because public managers and staff have not been actively involved in shaping the direction of IT efforts according to organizational and operational imperatives." Success is often associated with not only strategic planning but also transformational leadership early in the development (Shi 2002). The haphazard growth of Internet communications in the past ten years illustrates the rapidity of modern technology growth as well as the cost of playing catch-up in areas such as IT security. 


Third, the foreseeable future is a time of great potential social disruptions. Crises of a size that a century ago came once a generation and now may come once a presidential administration. Crises in energy, genetics, technology convergence, global warming, and other issues all push for attention in strategic planning alongside global pandemics, and terrorism. These social disruptions will increase the challenges to the social order and greatly increase the importance of public sector management as an essential tool for holding together American society.


On the other hand, there are opportunities. E-government can be a strategic tool for public management reform, a topic too often overlooked in an effort to teach the technical aspects of the subject (Asgarkhani 2005). E-government also provides a powerful tool to improve the trust and confidence in government (Tolbert & Mossberger 2006) as well a way to perhaps resuscitate the declining participation in American politics (Reece 2006). Overall, the US must significantly increase the focus addressing e-government and especially the human dimension. 

American Public Administration Educational Standards


Despite these concerns and opportunities, the ICT-related standards in US public administration education have increased with remarkable slowness over the past twenty-five years. The National Association of Schools of Public Affairs and Administration (NASPAA) adopted accreditation standards in 1977 that focused on political and institutional processes, organizational and management concepts, economic and quantitative tools, human resources management, and budgeting/financial management. NASPAA brought information technology into the standards for accreditation in 1986 with the requirement that MPA curriculums include content regarding computers and information systems. 


In the 1990s, there was a growing realization of the extent of information technology failures in the public sector primarily due to organizational failures in areas such as staffing, leadership, project management (Brown & Brudney 1998). As a result, NASAPAA began to move away from specific content standards to an emphasis on mission and outcomes but still only required computer literacy and computer applications. Not until 2002 was there a significant change in the standards to information management, technology applications, and policy. However, MPA programs still struggle with the e-government. The most commonly cited problem in the accreditation process is the IT standard (Reed 2007) and many programs still view that requirement in terms of the need to teach the acquisition and use of the technology rather than the nature of the change in government. As noted by one MPA director who teaches in this area, "The current content in MPA programs appears in large part to be focused on the computer problems related to the situation in the 1990s rather than the opportunities and challenges of the upcoming information society." (Scavo, 2007)

Content of American E-government Courses


At present, there appear to be at least three projects underway to examine how e-government is addressed in the MPA curriculum. The author began a small project to examine such content in preparation for the hearings beginning in the the summer of 2007 for new NASPAA standards. The project began by examining the curriculum requirements at 253 NASPAA member programs to identify those that offer courses in e-government. Courses that focused on skills were excluded. Nineteen programs offering courses, roughly 7.5% of the membership, were found. Sixteen of the courses are at accredited programs or roughly 10% of the accredited programs. Fifteen of the programs provided syllabi. Large research universities dominated the list of programs; 80% of the courses were at Carnegie category "Research" universities. Courses in e-government at large institutions were expected. While larger institutions can offer more electives, some of these large institutions include centers or institutes that focus on technology such as the Center for Public Technology at the North Carolina Institute of Government and their existence drives the creation and offering of e-government courses. What was less expected was the apparent lack of e-government courses at smaller institutions.


Fourteen of the 15 courses were three-credit hour and classroom-based. For the most part, these courses are lecture/seminar approaches with text and other readings; only a few engaged the student with the technology or made extensive use of web sites. An interesting exception was found at the University of Delaware that offers a one-credit online course using wikies, blogs, and understanding e-government content via exploration online. The courses also varied in terms of their placement in the curriculum. Overall, the placement of e-government in the curriculum appears to be as an elective course among many other offerings. 


To examine course content, the content of each syllabus was analyzed to identify topics and the topics sorted to produce categories. Six categories appeared: Context, Issues, Function, Infrastructure, Analysis, and Tools. Within each category, topics were identified and counted in terms of their appearance as a major part of the course content. Most courses included information on the history of information in US society and the history of US government IT. Of some note was the lack of international coverage given the extensive growth of e-government and sophistication in Europe as well as developments in other areas of the world. The bulk of the course content in those examined was devoted to specific issues related to the nature of e-government. Of some interest is the low rank of transparency and organizational behavior. 

Table 1. Topics Contained in the Issues Category.

	Digital divide
	53%
	Organization behavior
	33%

	E-democracy
	53%
	Transparency
	27%

	Security
	47%
	Community networks
	13%

	Privacy
	47%
	Handicapped access
	7%



A separate category of Functions was created for government activities such as taxation. The list turned out to be much shorter than anticipated. The only functional areas that received significant coverage were taxation, regulation, and education. The category of Infrastructure was created due to the great number of topics that related to managing the ICT infrastructure including designing, procurement, etc.

Table 2. Topics contained in the Infrastructure category.

	Business models
	53%
	Partnering
	40%

	Procurement
	53%
	Needs assessment
	27%

	Outsourcing
	47%
	Project management
	27%

	Planning
	47%
	
	



Topics related to evaluating e-government suggested creation of an Analysis category. After reviewing the content, most of the material appeared to be covered by three topics. Course material either focused on evaluating e-government (60% of the courses) or helping students evaluate by a focus on successes (13%) or on failures (13%). All courses contained some information about a specific application and so a category of Tools was created. The clear leader was web site design, use, and evaluation. The web site topic appeared fairly robust and often included material from other categories. The other topics were much more narrowly focused:

Table 3. Topics contained in the Tools category.

	Web sites
	40%
	Email
	13%

	GIS
	20%
	Blogs/wikis
	7%

	Wireless
	20%
	Multimedia
	7%



The directors of accredited MPA programs in North Carolina were polled for their opinions on where IT content was included in the program, the IT content that was planned for addition, and what content they would like to add without regard to resources or other constraints. While the analysis is incomplete, the initial information is of interest when looked at in conjunction with the examination of the courses. IT content appeared to be included in programs primarily in research methods and policy analysis courses and for the most part focused on specific applications such as GIS, website design, data analysis, and data management. In public sector management courses, the content included IT management and e-government services such as web sites. Content also included issues related to digital divide, e-democracy, and privacy. Directors' interests in adding ICT content focused on technology applications where GIS appeared to be the most common. The focus on technology applications appears to respond to the idea of equipping students with specific tools in order to be hired rather than a broader view of understanding the complexity of information management or policy. 
Comparison of Two MPA Programs

The project also included a comparison between the course content in the MPA program at East Carolina University in Greenville, NC with the MPA program at the Urals Academy of Public Administration in Yekaterinburg, Russia, virtually the first MPA program in Russia (Scavo 2006). ECU is an example of a school that is adjusting to the need to provide the "human" dimension of e-government. The key items of the curriculum were identified by examination of course syllabi and interviews with faculty in the MPA programs. The Russian system was found to develop professionals who are proficient at use of a government defined and organized system of information technology and adept at tools such as modeling and statistical analysis. Absent from their program of study are subjects such as privacy, transparency, e-democracy, or transactional services. The ECU graduates lack technical proficiency but have a high degree of sensitivity to those subjects absent from the Russian curriculum. The US students, however, do have additional avenues for the acquisition of IT skills—informally through networks of peers, more formally through online tutorials and workshops, and through part-time jobs and internships.  Traditionally, part-time jobs and internships have not been the norm for university students in Russia. 


In addition, a survey was conducted among public sector health and human agencies in each school's service area. The contrast between the US and Russian agency directors is similar to the differences between the curriculums of the two MPA programs. The US agency directors demonstrated great support for e-government, overwhelmingly focusing on creating more access by underserved populations, improving the design and functionality of their websites, and seeking increased funding for e-government efforts. For example, technology was associated in a positive manner with better planning and decision-making resulting in increased flexibility, increased public access, aiding in the legitimacy of the department, and increases in prompt, courteous, and professional service. When needs or barriers were identified, they typically involved topics such as the need for IT skills for workers to allow them to expand their productivity and increase the infrastructure of information and services. 


In Russia there appears to be some uneasiness about the increased use of e-government, with fairly large majorities reporting that they distrusted openness in government and cooperation with other agencies—both of which seem to increase when e-government efforts are implemented. Russian agency directors demonstrated a very limited vision of e-government and the idea of management of a virtual state was absent from almost all of the questionnaires. There was no indication among the respondents to the questionnaire of an interest in improving the transparency of the ministry regarding data. Those who responded to the questionnaire appear to regard the present situation as stable and appropriate. The areas of emphasis were improving the analytic strength of ministry staff by improvements such as increasing speed and memory, acquiring more sophisticated statistical analysis programs, and greater data security.

Conclusion


The US has moved quickly to create the dimensions of presence, interaction, and transactions to government but lagged behind in creating a new generation of e-government managers that are necessary for "transformation" of present government into a "virtual state." The ICT standards for public administration programs are only now beginning to require significant e-government content in MPA programs. The US MPA programs offer only a limited number of e-government courses and those courses are still focused in large part on the issues of the 1990s as opposed to what is needed in the next decade. Russian educational programs appear to provide more technical knowledge to students and also have the advantage of more uniformity in their curriculums despite the lack of e-government content. This situation may offer the opportunity for Russia to move more quickly in the future in adoption of advanced e-government approaches without passing through the stages experienced by the US since the 1980s. 
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