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Mmnoxcecmeennvie Kubepunyudenmol, 3auKcupo8antvie 8 nocredHue 200bl, Hazas0HO NOKA3bI8AlOM, YMo Kubep-
be30nacHocms cmana 4acmvlo MejcoyHapooHoli nosecmiu. Heckoavko meucoyHapooHvix opeanu3ayuil bl06UHYAU
UHULUAmMUuesl 6 004acmu ynpaenenus Kubepnpocmpancmeom, 6 uacmuocmu, Opeanuzayus Obsedunennvix Ha-
yuti u Eeponeiickuii coro3. OOH u EC cmpemamces uepamov 6e0yuwiyio poab 6 cepe noaumuxu no 00ecneueHuio
yemoiuugocmu neped kubepyeposamu. Tem He MeHee YKa3aHHble UHULUAMUBHL 00 CUX NOD He obecheuunu co30anue
Haonexscaugux peyaupyrowux Hopm. B npedcmaesnennoii cmamoe paccmampugaromes oaKkmopost, 0CA0NCHAIOUUE
paseumue HOPMOMBOPHeCmaa 8 Kubepnpocmpancmee u ynpasieHue Kubepnpocmpancmeom 8 MeicoyHapooHOM
usMepeHuUu, a makice cxodxcue npobaemol, xapakmephole oas npasa Eeponeiickozo corosa. Aémopsr omeeuaom
Ha 80npoc, A6AHOMCS AU OaHHble NPENIMCMEUs HeOMBEeMAEMOL XAPAKMEPUCMUKOL HOPMOMBOPHECK020 Npoyecca
6 pamkax OOH unu EC unu e ux 603HuKHOBeHUe 00YCA064€HO NPUPOOOTl KUOEPNPOCMPAHCMEa, 6 YACMHOCMU,
e20 onopoil Ha nepedosvle mexronoeuu. B pamxax cmamou unuyuamueor OOH paccmampuearomes 6 Konmexcme
desmenvrocmu Ipynnot npasumenvcmeennvix sxcnepmos OOH. Boaee pannue omuemo: Ipynnot modxcHo paccma-
mpueamo 8 Kavecmee npedmeyu Hekoe2o opinio juris é cghepe mexcdyHapooHoeo npaga no 80NPOCAM pecyrupo8anus
Kubepnpocmpancmea, a ouckyccus Ha niowadxe lenepanvroit Accambreu OOH demoncmpupyem omcymemeue
KOHCeHcyca 6 MedcOYHapOOHOM coobuecmee no paccmampusaemomy eonpocy. B cmamee makace paccmampusa-
romes dee 3axonooamenvivie unuyuamuewvt EC: Jupexmuea EC no cemegoii u unpopmayuonnoli 6e3onacHocmu
2016 e. u 3akon o kubepbezonacnocmu EC 2019 e.

KoueBbie ciioBa: KubepOoe30nacHOCTD; ITI00abHOE yIpaBieHue; MeXIyHapoaHoe npaBo; EBponeiickuit
CO0103; 3aKOHOTBOPYECTBO; HOPMAaTUBHO-TIPABOBOE PEryaupoBaHue; [pyrma mpaBuTeIbCTBEHHBIX
akcrieptroB OOH; PaGouas rpyrmma oTkpbiToro cocraBa; JupektuBa EC mo kubepbe30mnacHOCTH; 3aKOH
o kubepb6ezomacHoctu EC

Jnsa murupoBanus: Bepxenct 3., Bayrepc . (2020) [lo6ansHOe yrpaBieHue B cepe KubepOoe30IacHOCTH:
B3IJISII, C TTO3UIIMM MeXIyHapomnHoro npasa u ipaBa EC // BectHuk mexmyHaponHbix opranmsamuii. T. 15.
Ne 2. C. 141—172 (Ha pycckoM M aHDIMIACKOM s13bikax). DOI: 10.17323/1996-7845-2020-02-07

! Crathbs TocTynuIa B penakiuio B pespaiie 2020 T.

2 TlepeBon cratbu A. Verhelst, J. Wouters “Filling Global Governance Gaps in Cybersecurity: Inter-
national and European Legal Perspectives” BblnojiHeH ¢ coriacust aBTopoB A.A. UrHaToBbIM, M.H.c. LleH-
Tpa MCCICMOBAHUI MEXIYHapOIHBIX MHCTUTYTOB Poccuiickoit akageMn HapOIHOTO X03SICTBA M TOcymap-
cTBeHHOI ciryx0b1 ipu [Tpesunenre PO (PAHXul'C).
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BBeneHne

B nocnenHue nBa pecatuyieTus KWbepobe30MnacHOCTh cTajda HEOThEMIIEMbIM KOMITOHEHTOM
MEXIYHapOOHBIX OTHOIIeHUI. HecMOTpsl Ha MOMMTUYECKYIO MpUpPOAY IpoOaeMbl obecIie-
yeHUs KOepOe30IacHOCTY, B JaHHOM cepe M0 CHX IOp HE CO3JaHbl HamIexXallue Mexa-
HU3MbI MEXIyHapOIHOTO perynupoBaHus. K nepeuHio Haubosiee OUeBUIHBIX IPUUMH, 00b-
SICHSIIOIIMX MOAO0OHYI0 MHEPTHOCTb, OTHOCSITCSI HEOIpeAeJeHHOCTh MacluTaba, MpUpO/bl,
CYIIHOCTM U MOHSTUIHOIO amnmapara kubepoe3zonacHoctu [Futter, 2018, p. 202, 209; Nye,
2017, p. 68]°. He cymecTByeT yHMBEpCAIbLHOTO MOIX0Aa K OMpeHeSieHIIo Knbep6e30macHo-
ctu [European Court of Auditors, 2019]. DKcrepThl UCITOIB3YIOT 3TOT TEPMUH II0-Pa3HOMY,
B 3aBHUcUMOCTH OT KoHTeKcTa [Futter, 2018, p. 205; Kosseff, 2018, p. 995; Kshetri, 2016, p. 3;
Schartz, Bashroush, Wall, 2017, p. 53—57]. ABTOpbI 0OpamamTcsa K MOHSATHIO «KnOepOe30-
ITACHOCTb» Sensu Stricto, TO eCThb Jajee He OyIyT pacCMaTpPUBAThCsI TaKMe BBI3OBHI 6€30MacHO-
CTH, KaK KNOEepIpecTYITHOCTR?, KubepreppopusM [Dinniss, 2018; Ivanov, 2015; Fidler, 2015,
p. 10—11] u ucnonb3oBaHne KNOESPTEXHOJIOTHI B BOCHHBIX Leisax [Shmitt, 2017]°.

[aHHasi cTaThsl He HalleJleHa Ha U3yYeHUe UHCTUTYTOB, 3aHMMAIOIIUXCS pa3paboTKoi
TOCyIapCTBEHHOM MOJMTUKHU WX TIPABOBBIX HOPM, KaCalOIINXCS MepeyrCIeHHBIX BEI30BOB
kubep6esonacHoct [Council of Europe, 2001]°. Onpenenenune kubepbe30macHOCTH, KOTO-
poe ucnoabsdyer Opranusanus Oo6benuHeHHbIXx Hamuit (OOH), 0b110 nipemioxkeHo Mexny-
HapOIHBIM COI030M 251eKTpocBsa3u (MCD), a moznHee nopadborano H. Kinerpu (N. Kshetri):

«Kubepbezonacnocms nodpazymesaem mexHonoeuu, KOHUEenyuu, mepbl 20¢y0apcmeeHHoll noau-
muKu, npoyedypvl U NPAKMUKU, HanpagaeHHvle HA 3auUmy aKmueos (KOMHbIOMepos, UH@ppa-

3 TepMUHOJIOTMYECKAST HEOTIPEAEIEHHOCTh MMEET IIPAKTUIECKOE U3MEPEHHE: OIIpeaeeHe Kudepoe-
30IIaCHOCTH B PacCMaTpMBAaeMOM KOHTEKCTE 3aBUCHUT OT TOTO, Ym0, OM K020 U KaKum 00pa3om TIBITAIOTCS
3alllUTUTD, @ TAKXKE OT TOTO, BO3MOXHA JIM aTpUOYIIMS BOSMOXHOCTEI. PacIibiBYaTOCTh OnpeneieHunii o3Ha-
YaeT, YTO He B KaXKIOM cJlyyae BO3MOXKHO OIPENeIUTh, KTO TOJIKEH MPUHMMATh OTBETCTBEHHOCTh 32 00ecTe-
yeHHe KnbepOe30MmacHOCTH, YTO HaBepHSIKa MPUBEAET KO BCEBO3MOXHBIM 3aTPYIHEHUSM MPAKTHYECKOTO 1
TPaBOBOTO XapaKTepa.

4 TToHsATHE <«KUOEPIIPECTYITHOCTE> MOXKET OBITH OIPENEIEHO KAK «IIPECTYIHAS IEATEIbHOCTh, OCY-
IIeCTBJIsIEMas B OCHOBHOM TP TTOMOIIM KOMITBIOTEPOB MJIM KOMIIBIOTEPHBIX ceTeit». [IpruMepamMu MoryT
CIIYXXUTh COBepIIaeMble TaKUM 00pa3oM Kpaxku, HapylleHHe TailHbl YaCTHOM XXW3HU, paclpoCTpaHEHUE
HEXeNaTeIbHOTO KOHTEHTa M BbIMOTraTelbcTBO. COINTAaCHO HEKOTOPHIM MCTOYHMKAM, K KHUOEpHpecTyIl-
HOCTH MOTYT OBITh OTHECEHBI KMOepaTakKi Ha KpUTHUECKYI0 MH@pacTpykTypy [Kshetri, 2016, p. 3; 2009,
p. 141—144]. B pamkax naHHo# ctatbu Mbl paccMoTpuM HdupektuBy EC no ceteBoit u nHMOpMaIlMOHHOM
0e30ITaCHOCTH, HAIIPaBJICHHYIO Ha 3allIUTy KPUTUYECKO MHMPPaCTpyKTyphl; JIUpeKTUBA He JIe/laeT pas3iin-
YU MEXIY TeM, TIOATIAAI0T JIM TONOOHBIE aTaKM IO/ OIpeNneieHre «<KNOepIpecTYITHOCTh» WK HeT. [Tpume-
paMM perMOHAJIbHBIX MEXaHU3MOB, ITpeTHAa3HAYEHHBIX 7151 00phOBI ¢ KMOEPIIPECTYIMTHOCThIO, MOTYT CIYXUTh
Bynanemrckasi KOHBeHIMs 0 KUOGeprpecTynmHocTH oT 23 Hos16ps 2001 r. (Bctynwia B cuiy 1 urons 2004 1.)
u KoHBeHI111s A¢GpHUKaHCKOTO COI03a 0 KUOEpOE30MacHOCTU U 3allMThI MEPCOHABHBIX TAHHBIX OT 27 UIOHS
2014 r. (Bctymuna B cruty 3 utoHst 2019 1.) [Council of Europe, 2001; African Union, 2014; Orji, 2018].

3 lasee MBI yOEIMMCS, YTO MHOTOYMCIEHHBIE MHULIMATABEI B 00JIacTU 00ecrieueHrs Kubepoe3omac-
HOCTH OXBaTHIBAIOT JIMIIIL HEOOJIBIIYIO YaCTh OOIIMPHOI MPaBOBOI CUCTEMBI, HAIIPUMED, 3aIIUTy KPUTHYIC-
ckoit uHdpacTpykTypsl (JIupektusa EC 1o ceteBoii 1 mH(MOpMAIIMOHHOM 6€30MaCHOCTH), 3aIlMTa YaCTHBIX
naHHbIX B ceTu (I'eHepanbHblil periameHT EC o 3amiuTe nepcoHalbHbIX TaHHBIX), BENEHUE BOITHBI C IPUMe-
HeHueM KubeprexHojoruii [Shmitt, 2017]. CrnenoBarenbHoO, OolpeAeieHre Wid KOHLeNLus Kudepoe3ormnac-
HOCTH 3a4aCTyIO OTNPEACISIOTCS KOHKPETHOM paBoBoii cpenoii [ Kosseft, 2018, p. 985].

¢ Criyerst 19 net mociie ouimaabHOro noanucaHust 64 rocynapersa paTudULIMPOBAIA JaHHYIO KOH-
BeHuuio [Pupillo, 2018, p. 4].
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CMpYKmypol, NPUNONCEHUL, YCaAYe, CUCMeM C8i3U U UHGopmauuu) u Kubepnpocmpancmea om
amak, HaneceHus yuiepoa u Heasmopu3zosannozo docmyna» [ITU, 2008]’.

B texcre 3akoHa o kubepoesomnacHoctu EBporneiickoro coto3a (EC) ncnonb3yercs cie-
Jyloliee onpeaeacHue:

«Kubepbezonacrocms o3nauaem desmenbHOCMb, HEOOX00UMYIO 045 3auumsl cemell u UuHgopma-
yuu, noav3osamenei UHGOPMAYUOHHBIX Cemell U UHbIX CIOPOH, KOMOpble Mo2ym Obimb 3ampoHY-
mut kubepyepozamu» | European Union, 2019, p. 1].

B mocnenree Bpems ¢ momaur OOH? 1 EC® 66110 BEIIBUHYTO MHOXECTBO MHUIIUATUB,
3aTparuMBalollnX pa3nuHble acnekTbl KuoepoezonacHoctu. OOH u EC ctpemsTcsa urpatb
BENYIIYIO POjb B chepe MOJUTUKU 10 00ECIIEUYEeHUIO0 YCTOMYMBOCTH Mepea Kubepyrpo3amu.
0O06a MHCTUTYTA AEMOHCTPUPYIOT UCKIIOUUTEbHO UHTEPECHbIE — M BO MHOI'OM HECOBIa-
Jaolre — MoAXoabl K HOpPMOTBOPYECTBY, TaK KakK TMEpBbIil SIBJISIETCSI YHUKAJIBHON B CBOEM
pole MeXIyHapOIHOM OpraHu3alueil, a BTOpoil — pernoHaIbHOM ' opraHusanueii'! ocodboro
Thna. B pamkax ctaTby aBTOPHI CPaBHUJIU MTOIXObI YKa3aHHBIX MHCTUTYTOB K 00€eCIIeYeHUIO
Kn0ep0Oe30nacHOCTH sensu stricto.

ABTOpBI CTaTbU TMBITAIOTCS HAWTH OTBET Ha BOIPOC, KaK M 10 KaKOM CTeNEHU MOTYT
OBITH BOCIIOJIHEHHI JJaKYHHI B CUCTeME INI0OAILHOTO YIIpaBlieHUs B chepe KubepOe3omacHo-
CTH TIyTeM U3yYeHMSI COBPEMEHHBIX TEHICHIINI B 00JIaCTH MEXIyHApOTHOTO KMOepIpaBa 1
naunmatus OOH u EC. Ha ypoBHe 00IIMX ITOHSATHM aBTOPHI IIPOAaHAIU3UPOBAIN CIIOCO0-
HOCTh MEXIyHapOIHOTO TIpaBa afeKBaTHO pellaTh MpooIeMbl KNOepOe30IMacHOCTH, B YaCT-
HOCTH, KaK¥e TPEIsITCTBUS BO3HMKAIOT Ha JaHHOM HaIlpaBjieHHMH. [lajee aBTOpPHI OTBeYa-
0T Ha BOTIPOC O TOM, KaKUM 00pa3oM Knbep0Oe30IacHOCTh MOXET OBITh BITMCAHA B CUCTEMY
MEXIyHapOTHOTO TIpaBa. Bcilem 3a 3TMM aBTOPHI paccMaTpHBAIOT AESITEBHOCTD [pymimbl
npaBuUTeabcTBeHHBbIX 3KkcnepToB OOH 1o goctuxeHusiM B chepe nHGOpMaTU3aLIMU U TeJle-
kommyHuKauui (nagee — I'TID OOH) Ha npeaMeT HaaW4Ms B HUX MTPaBOBOTO KOHCEHCYcA.
Hapsiny ¢ npo6jaeMaTukoil peryimpoBaHusi KUOEpHIPOCTPaHCTBA B II00AJIbLHOM MaciiTabde
B paMKax CTaThbM pacCMaTpUBAIOTCSl perMOHaJbHbIe WHUIIMATUBBI B AaHHOI obisactu. EC
MpeACTaBUI MHOXECTBO PEILICeHU, CBSI3aHHBIX C Pa3JIMYHBIMU aCTIeKTaMU 00eCTieueHus K-
OepbesonacHocT. CreayeT OTMETUTh JBE 3aKOHOAaTeIbHble MHULIMATUBLL: upektuBy EC o
ceTeBOI 1 MHGOpMaLKOHHOM 6e3omacHocTr 2016 1. (manee — Aupexktusa) [ European Union,

7 OmnpeneneHue ObUTO IPUHSTO B Xoae [TomHoMouHoI KoHpepenimu MCD B I['Baganaxape (Mekcuka)
B 2010 r. [Kshetri, 2016, p. 3].

8 Hanpumep, ImoGanbHast mporpamma YHIT OOH 1o 6opbbe ¢ KubeprnpecTynmHOCThIo, [T100ambHbI
uHaekc kuoepoezonacHoctu MC3, IMporpamma «Ludpossie “ronyonie kacku” OOH», a Takke TOKJIaabl
I'TID OOH TIlepBoro komuteta I'eHepanbHOlt Accam6Oiien OOH.

® Tlpumepamu MoryT ciyxkuth Ctparterust kuobepoesonacHoct EC 2013 r., cozmanue ENISA (Espo-
neiickoe areHTCTBO MO CeTeBOi U MHbOpMallMOHHOI 6e3omacHocTH), PamounHas koHuenius EC o 3aniure
oT Kubepyrpo3s 2014 r. ¢ nonosHeHussMu 2018 1., MpoeKThl B 00J1aCTU 3aLUTHI OT KUOEepyrpo3 B pamkax Ilo-
CTOSIHHOT'O CTPYKTYPHOT'O COTPYIHHUYECTBA MO BornpocaM 0e3onacHocTu u 060poHbl (PESCO), CoBMmecTHbIE
paMK# 60pbObI ¢ TMOpUIHBIMU yrpo3amu 2016 1., CoobieHune 06 ycrmineHun cucteMsl ycroitunBoct EC k
KnOepyrpo3aM 1 pa3BUTUU KOHKYPEHTOCITIOCOOHO U MTHHOBAIIMOHHOM OTpacin KubepoesomacHoctu (2016)
1 PaMouHast KOHIIENIMS COBMECTHOTO JUIJIOMATUYECKOTO MPOTUBOAEHCTBUSI HE3AKOHHOM EeSITEIbHOCTU B
kubeprnpoctpaHcTBe 2017 1. («Habop nHcTpyMeHTOB Kubepauriomatuu EBponeiickoro coro3a»).

19 Ocoby1o pob 31eCh UTPAIOT HagHALIMOHATbHBIE MHCTUTYTHI EC, mompoGHee 06 3ToM cM. B pasn. V.
Cwm. Takke: [Schemers, Blokker, 2018, para 60—61, 60—62].

I Ceityac yxke MOXHO OOHApPYKWUTh TCHICHLIMY K pErMOHAIM3alliM TTOBECTKU B 00JTacTH KNbep6e30-
nacHocTu, cM.: [Henriksen, 2019, p. 5—7].
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2016, p. 1] u 3akoH o kubepobezomacHoct EC 2019 1. [IpoBeneHHbIN aHAIU3 ITO3BOIIII CIC-
JIaTh BBIBOJ O TOM, KaKH€ MPEISTCTBUS CYIIECTBYIOT Ha MEXKIyHApPOIHOM YPOBHE U B paMKax
3akoHogatenbcTBa EC. B 3akimounTenbHOM pasnelie aBTOPhI MPEACTaBIsSIOT HECKOIBKO BbI-
BOJIOB OTHOCUTEIBHO CAMOI HEOOXOAMMOCTU PEryJIMpPOBaHUsI KUOEPIIPOCTPAHCTBA CUJIaMU
OOH u EC. ABTOpHI OTBEYAIOT Ha BOIPOC, SIBJISIIOTCS JIV BHISIBJICHHBIE 3aTpyAHEHUS] HEOTb-
eMJIEMOI XapaKTepUCTUKOI HopMoTBopueckoro npoiecca B pamkax OOH u EC unm xe ux
BO3HUKHOBEHME OOYCJIOBJIEHO MPUPOIO KUOEPIPOCTPAHCTBA, B YACTHOCTU, €r0 ONIOPOI Ha
nepenoBble TexHoJornuu. KpoMe Toro, cTaThsl MpeacTaBiisieT BbIBOI O TOM, Kakas (hopma pe-
TYJIUPOBAHMSI OTHOIIIEHUI B KMOEPIIPOCTPAHCTBE SIB/IsieTcsl Hanbosee 3P PpeKTUBHOM, 000-
CHOBAHHOM Y MEPCIEKTUBHOM.

Knbepb6e3onacHOCTb 1 MeXayHapoaHOe NpaBo:
3aKNaTble APY3bs

dakropsl, 06ycnasnusarmoLme TPYAHOCTU NPUMEHEHNUS] HOPM
MeXxayHapoaHoro npasa B cepe knbepbe3onacHoCTH

K nacrosmemy momenty OOH eme He BeIpaboTasla MEXIYHApOMHYIO KOHBEHIIUIO T10
Kubepo6e3ormacHOCTH. HecKoabKo (akTOpOB OOBSICHSIOT TPYOTHOCTH, KOTOPBIE BO3HUKAIOT
TIPH TIOTTBITKE COBMECTUTD CYIIECTBYIOIINI TTOPSIIOK CO3MAHMSI HOPM MEXIYHAPOTHOTO TIpa-
Ba U peasinu KubepripocrpaHctsa [ Tranter, 2007, p. 449].

Bbicokuvi TeMI v TEXHOJIOMMYHOCTb KnbeppeBosioLmmn

Iudposuzanus Mupa uneT HeObIBaJILIMU TeMnaMu [Niemann, 2018]. OxupgaeTcs, 4To
K KoHiry 2020 r. B Mmupe Oyzaet 6osee 20 muipn uudpoBbix yerpoiicT [Reuters, 2018]2. B ot-
JIM4yre OT TOT0, KaK CO3aTeIM HOPM MEXIYHapOIHOTO MpaBa AecTBOBaIU B XX B., CO31aBasl,
HampuMep, KOHILETIINIO «MCKITIOUNTETbHOM 9KOHOMIYeCKoit 30HEI» [ United Nations, 1982]"
B paMKaxX MOPCKOTO TTpaBa 1 06ecrieurBasi 3alIUTy MOPCKOTO JHA, OTIPEIeSIss ero CTaTyC Kak
«obuero Hacaenust yeiaoBeyecTBa» [United Nations, 1970], kudbeppeBonroLust UAET C TaKOMH
CKOPOCTBIO M HACTOJIBKO HETIPeICcKa3yeMo, YTO 3aKOHOIATE TN He TTOCIIeBAIOT 32 MHHOBAIIHS -
mu [Kittichaisaree, 2017, p. 336].

CyBEPEHHOCTb, TEPPUTOPUAIILHOCTL, (PparMeHTaLus IopUCanNKLMN
v IopUaANYECKON aTpnubyLmnm

OCHOBOI MEXIYHApOJHOTO TTpaBa SBJSIETCS TOCYIapPCTBEHHbBIN CYyBEPEHUTET, KOTOPBIH,
OIIHAKO, C TPYAOM BIIMCHIBA€TCsS B peaJbHOCTh KuOeprnpocTpaHcTBa [Vergne, Duran, 2014,
p. 126—139]. HecMoTpst Ha JOCTUTHYTBI KOHCEHCYC OTHOCUTENIBHO peau3aliii rocyaap-
CTBEHHOTO cyBepeHuTeTa B KbeprnpoctpaHcTBe | United Nations, 2017, p. 11], 3a 4T0o Hy>XXHO
noo6maarogaputh ['TID OOH, HU 01HO U3 CYIIECTBYIOIIUX FOCYIAPCTB HE MOXET MPEeTeHA0BaTh
Ha CyBEpPEHUTET, KOTOPBI Obl OXBaThIBaJ Bce KMOepmpocTpaHcTBO [Schmitt, 2017; Sandage
et al., 2013, p. 184]. Tak mpoucxonUT MOTOMY, YTO MHOTHE BJIEMEHThI UH(PPACTPYKTYpPHI, Ha
6a3e KOTOPHIX CYIIECTBYeT KMOEPIIPOCTPAaHCTBO, HAXOMITCS B MpeaeiaX pa3HBIX CYBEPEHHBIX
tepputopuii [Schmitt, 2017] u, caemoBaTeabHO, COIACHO MEXIyHAPOIHOMY IIPpaBy, OTHOCSIT-
cs K pa3HbIM opucaukiusaM. Tem He meHee JIk. TpauTM3H clipaBelJIMBO OTMEYAET, UTO pa3-

12 TTomcuersl nccienoBateabckoil kommanuu Gartner [Reuters, 2018; Sandage et al., 2013, p. 1].
13 Konsenumst OOH 1o Mopckomy mpaBy nipuHsta B MoHTero-bait 10 nekabpst 1982 1. m Bctymmia
B cuity 16 Hos16pst 1994 1.
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JieJieHWe IOPUCIMKIUI HE TOJKHO ObITh OCHOBaHUEM JIS1 OTKa3a OT PEeryJMpoOBaHUS BCETO
K1OepnpoCcTpaHCTBA: B KOHIIE KOHIIOB, A€ACTBUS B KUOEPTIPOCTPAHCTBE BCE PABHO OCYIIIECT-
BJITIOTCSl HA KOHKPETHOI TEPPUTOPUM, PaBHO KaK M MX IMOCESACTBUS OIIYIIAIOTCS B KOH-
KpeTHoii obnactu [Trachtman, 2013, p. 88]. ToT ¢axT, yTo oTIEIbHBIE TPOOJIEMBI BHIXOIST 32
pPaMKU KOHKPETHBIX IOPUCIUKIIMNA, HE SIBJISIETCS YEM-TO HOBBIM IIJII MEXTYHAPOJHOTO MpaBa
(BCIOMHUM, HampuMep, MEXIYHapOIHOEe MOPCKOE MPaBO, OTKPHIThIM KOCMOC, U3MEHEHUE
kiarmata). OCHOBHBIE TIPOOJIEMBI CBSI3aHbI C IOPUAMYECKOM aTpuOyLMeit: 3a4acTylo HeJer-
KO OMpeeanTb, KTO OTBETCTBEHHbIM, OTKY/a UCXOAUT KubepaTaka ujid KTO UTpaeT poJb Mo-
cpennuka [Kshetri, 2016, p. 7; Wheeler, Larsen, 2003, p. 1]. UMeHHO aTpubOyiius npeactaB-
JIIeT HaubobIyto TpyaHocTh [Trachtman, 2013, p. 26, 88; Shackelford, Russel, Kuehn, 2016,
p. 10; Healey, 2012]. laxe yke CyILIeCTBYIOIIME HOPMbI KMOepIpaBa MOTYT yTPaTUTh CBOIO
3¢ GeKTUBHOCTD, CTONIKHYBIIUCE C Tpobiemoii arpubyruposanus [Fidler, 2015, p. 6, 15]'.

lfocynapcTBO VS YaCTHbIVI CEKTOP

TpeTbuM (pakTOpOM, YCIOKHSIIOIINM B3aMMOOTHOIIIEHUS MEXIYy KUOep0e30MacHOCThIO
M MEXIYHapOOHBIM IIpaBOM, SIBJISIETCS IPOOJeMa COBMECTMMOCTM pPOJIeil rocygapcTBa U
YaCcTHOTO cekTopa B kubeprnpoctpaHcTBe [Groupe UMP Assemblée nationale, 2009]. B xu-
OeprpoCTPaHCTBE BeAYIIAs POJIb MPUHAIJIEXUT MPOU3BOASIIINAM OTPACISIM U YACTHOMY Ka-
nutany. HerocynapcTBeHHbIE MHCTUTYTHI OCYILLIECTBIISIIOT yIIpaBieHue KUOepITPOCTPaHCTBOM
B OTCYTCTBME KaKMX-JINOO (pOpMaJIbHBIX paMOK, UYTO CyXXaeT IoJjie AeTeIbHOCTU ISl CyOh-
€KTOB HOpPMOTBOpUeCcTBa (HalMOHaJbHBIX rocyaapcTB) [Hoisington, 2017, p. 95]. M. Xoii-
3uHITOH (M. Hoisington) yTBepxaaeT, uTo HepopMabHOE yIIpaBieHUe MPeaCTaBIIsIeT CO00
He YTO MHOE, KaK PENIUKT lex mercatoria, 9aCTHOTO MPEANPUHUMATEILCKOTO TTpaBa BpeMeH
CpenHeBeKOBbs. B 3T0i1 CBSI3M yMecTeH BOIPOC, AOJIKHBI JIM TOCYIapCTBa KOHTPOJIUPOBATh
YaCTHbIE KOMITAHUM B KMOEPIIPOCTPAHCTBE, U €CIU J1a, TO IO KAKOro mpeneiaa HeoOXoauMo
pacIIMpsATh paMKU IPABOBOTO PETYJIUPOBAHUS AeITEIbHOCTU YAaCTHOTO CEKTOpa B JAHHOM
o6iactu. C 1pyroit CTOpOHbI, HY>KHO OIIPEAEIUTh TpaHU1IbI 3(h(HEKTUBHOCTU PETYIMPOBaHUS
K1nbepOe30MacHOCTH B ciyyae, ec/d B ITOATOTOBKE W MMILJIEMEHTALUMU JAaHHBIX TIpaBUJ He
YUaCTBYIOT HETOCYIapCTBEHHBIE aKTOPHI.

Ponb rocymapcTBa Kak apouTpa KUbeprpoCTpaHCTBA SIBISIETCS IPEAMETOM OKECTOYEH-
HbIX aucKyccuit. C olHO# CTOPOHBI, MOXHO YTBEpPXIaTh, UTO HallMOHAJbHbIE TOCYIapCTBa
00s13aHbl YCTAHABJIMBATh IIPAaBOBBIE PAMKM, OIPAaHMYMBAIOIINE MM MHBIM CIIOCOOOM Ha-
MpaBJIsIoNINe AesITeIbHOCTh YACTHLIX KOMIIAHUI B KMOeprpocTpaHCcTBe. B maHHOM citydae
apryMEHTOM «3a» SIBIISIETCSI TIepeueHb 00SI3aHHOCTEI TOCYyIapCTB B COOTBETCTBUM C HOpMaMU
MEXIYHApPOIHOTO MpaBa: 3alll1uTa IpaB YejIoBeKa, MoaAep:KaHue MeXIYHapOOHOIO MUpa U’
0€30IMacHOCTH, CIeA0BaHNe MPUHLINITY «He HaBpenn» | United Nations, 2006], 3ammra Kpu-
TUYECKOU MHPpacTpyKTyphl® u T.A. JlaHHBIe 0093aTEILCTBA MOTYT OBITH COOIOAEHBI B KU-
OGepIIPOCTPAHCTBE TOJIBKO MPU YCJIIOBUH, €CJIM COOTBETCTBYIOILME MIPpaBa U 00SI3aHHOCTH BO3-
JlaraloTcs M Ha HerocyaapcTBeHHbIX akTopoB [Kittichaisaree, 2017, p. 22, 335—352].

C Ipyroit CTOpOHBI, CYILIECTBYIOT TOBOILI IIPOTUB IIIMPOKOTO YUYAaCTUSI TOCYIAPCTB B pe-
TyJIUpOBaHUY KuOeprnpocTpaHcTBa: (i) 11l YaCTHOTO CEKTOpa HE CYILECTBYET CEPbE3HbIX CTH-
MYJIOB JUISl COTPYAHUYECTBA C TOCYJAPCTBEHHBIMU MHCTAHIIUSAMU, TaK KakK MOCIENHUE MOTYT
MoMelIaTh peaJu3allii KOMMeEpUeCKUX MHTepecoB nepBhix [ Teplinsky, 2013, p. 310] (penyTa-
LIMOHHBI yIepO, MpsIMOe BO3IEMCTBUE CO CTOPOHBI KOHKYPEHTOB ITpU MTOMOILM CO3aBae-

4 ABTOp paccyxzmaeT 06 3Toii MpoljeMe B KOHTEKCTE MPUMEHEHNS COIIAIIEHUI 0 KUOEPIIPECTYITHO-
CTH JUTsI 3AILUTH KPUTUYIECKOI MH(MPACTPYKTYPhI OT KUGEPYTPO3.
15 CM. pasa. IV Hacrosteit cTaThy.
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MBIX TeXHOJIOTHIA); (ii) MepBhl KOHTPOJIS 3aMEIISIIOT MTHHOBalIMOHHOe pa3Butue [Contreras et
al., 2013, p. 1115, 1119]; a Takke (iii) yacTHbIIA CEKTOP MPENNOUYUTAET UMETD AEJIO C HOPMaMU
YacTHOTO IIpaBa KakK aJbTepHaTUBHI yrojoBHoMy npay [Wall, 2007, p. 25—27]. AnbrepHa-
THBHBIM pEIlIEHUEM MOXKET CTaTh PEryJIMpOBaHUE KMOEePIIPOCTpaHCTBA Ha 6a3e I0pUaNIeCcKH
00s13aTeNIbHBIX (WJIX HE SIBJISIOIIMXCS] TAKOBBIMI) HOPM KOPITOPaTUBHOM 3TUKHU, KOTOpPbIE OY-
IyT BbIpaOOTaHbl HEMMOCPEACTBEHHO PA0OTAIOIIMMU B KUOEPIIPOCTPAHCTBE HETOCYyIapCTBEH-
HBIMU UHCTUTYTaMu',

OnucaHHbIe TIOAXOAbl HE MOJLKHBI BOCIPUHUMAThCS KaK B3aMMOMCKIIIOYAIOLINE
[Trachtman, 2013, p. 90]: BbIBOA O TOM, HY>KHO JIM B MPUHIIMIIE U HACKOJIbKO aKTUBHO CJie-
IyeT y9acTBOBATh TOCYIapCTBaM B PETYIMPOBAHUN KHOEPIPOCTPAHCTBA, 3aBUCHUT OT pac-
cMaTpuBaeMoii cephl. «BEIOOp B OSB3y TOTO WM WHOTO MHCTUTYTA 3aBUCUT OT IIPEIITO-
naraemMoit 3(pHeKTUBHOCTH PHIHOYHBIX MEXaHM3MOB, YACTHBIX KOMITAaHWM, TOCYIApCTB WU
MEXIYHApPOIHOTO ITpaBa B pellieHNU TOM UK MHOI mpobieMbl» [Ibid.]”. HemanoBaxkHo U TO,
yTo JIpeKTruBa HajaraeT o0s3aTeIbCTBA Ha OTAEIbHBIX IIPEICTaBUTENEI YacTHOro OM3Heca,
¢dakTUYEeCKM MpU3HaBasl, YTO B KMOESPIIPOCTPAHCTBE HEBO3MOXKHO 00OMTHUCH 0€3 TTOJ00OHOTro
pona mapTHepcTBa.

,ﬂOBO,HbI B 0OJ1b3Y NMpuMeHeHus CyLLeCTBYIOLLINX HOPM 1 cO34aHns1 HOBbIX

HyXHo 71 mpuMeHSTh CylleCcTBYIOIIMEe HOPMbl MEXIYHApOIHOTO IpaBa B KUOEpIpo-
CTPAHCTBE WIM e TOKHBI ObITh CO3aHbl HOBBIE, 00JIee MOAXOASIINE ISl COBPEMEHHBIX BbI-
30BOB? M. XOM3MHITOH OMpeaeawi TpU BapuaHTa pa3pelleHrs] 0003HAaYeHHON AUIEMMbI;
i) mpobjeMbl KMOepOe30MacHOCTU JOJKHBI PellaThbCsl B COOTBETCTBUM C CYIIECTBYIOILIMMU
HOpMaMU U B paMKax yxe CO3JaHHbIX CTPYKTYP MEXAYHapOIHOTO MpaBa; ii) KubeprnpocTpaH-
CTBO TIOCTPOEHO Ha (DyHIAMEHTATbHO WHBIX 3aKOHAX U, CIeNOBaTeIbHO, TpeOyeT CO3MaHus
HOBBIX IIPaBOBBIX HOPM M CTPYKTYp; iii) CyIIecTByommre HOPMBI MOTYT IMPUMEHSATBCS IS
obecrnieyeHns1 KuOepOEe30IIaCHOCTH, HO T€ U3 HUX, KOTOPbIe HE COOTHOCITCS C YHHUKAJIbHOM
MPUPOAOI OTHOLIEHUH B KUOEPIPOCTPAHCTBE, NOKHBI ObITH 0TOpoIlieHb! [ Hoisington, 2017,
p. 87]. ¥Yxxe npenacraBieHHbIE MEXIyHApOIHbIE MHUIMATUBLI OOJIbIlIe BCEr0 COOTBETCTBYIOT
nepsoMy yrBepxneHuto: I'TID OOH 3agBwia, yTo MexXayHapoIHOe IpaBoO, BKJIIOYas YCTaB
OOH, MoxeT mpuMeHsITbcsl B KubepnpoctpaHcTse (pasa. I11). Tallinn Manual B cBoeii BTOpoit
penakiy MepeHOCUT OCHOBHBIE KOHLICTIIMY MEXIYHApOIHOIO MpaBa B KMOEPIIPOCTPAHCTBO
(cnemyeT OTMETUTb IYHKTHI 1—24), B YaCTHOCTH, MPUMEHSIET X B OTHOLIEHUU KUOEPBOHBI.

KunbepmaHus

Kubepmanusi — emie oauH (eHOMEH, OCJIOXHSIOIIMN YCTaHOBJIEHHWE B3aMMOIIOHU-
MaHMSI MeXIy MeXIyHapOIHbIM MpaBoM U KubepbeszonacHocThio [von Heinegg, 2012, p. 5;
Kshetri, 2016, p. 2]. [locmemane TOCTIDKEHHWS B 00JIaCTH KMOepIIpaBa Kak TAKOBOTO MOXHO
oXapaKTepn30BaTh KaK OTpaHMYEHHBIC, TOTIAa KaK CO CTOPOHBI aKaleMHYECKOTO COOOIIe-

16 Hax mogoGHBIM CBOIOM KopropaTuBHbIX HOpM pabotaet HUCT (HauumoHa bHBIN MHCTUTYT CTaH-
naptoB u TexHosioruit). HUCT cBoaUT BOEAMHO COIJIACOBAHHBIE CTAHAAPTHI U HAUTYYIIIME KOPITOPATUBHbIE
MpakTUKU B UHTEpecax BbIPAOOTKU IMOKOTr0 M 9KOHOMUYECKHU 3(h(HeKTUBHOTrO moaxona st ooecreyeHus
0e30IMacHOCTU B KMOEPIPOCTPAHCTBE JJIsI OKa3aHMs MOMAEPKKHU BaAebllaM U OlepatopaM KpUTUYECKU
BaxKHOU MHGPaACTPYKTYphl B MpoTuBoAeiicTBUU Kubepyrpo3am. Kpome Toro, HUCT coTpynHuyaer ¢ mpaBu-
teabcTBaMu Benuko6puranuu, Sinonun, KOxHoit Kopeu, Dcronuu, U3pauns u l'epmanuu. TeM He MeHee
B nesrenbHocTd HUCT ecthb cylliecTBeHHbII HEAOCTATOK: €r0 peKOMEHIAUU HENOCTATOYHO 3(hGhEKTUBHBL
IUUIS1 3a1UThI MPEANPUSTUN OT LieJIeHapaBIeHHBIX U XOPOIIIO CIJIAHUPOBaHHBIX KubepaTak. Cu.: [Shackel-
ford, Russell, Kuehn, 2016, p. 42].

7 BIGOp B JAHHOM CJTy4ae OTpaXkaeT «MCTUHHBIN CMBICIT TIOHATHS “CyOCUIUapHOCTD  ».
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CTBa U IIOJINTUKOB «3aKOHAM KMOEPBOIHEI» yaensieTcss orpoMHoe BHuManue. M. O’KonHnen
YTBEPXKIaeT, YTO KubepaTaku B DCTOHMH, TONYYMBIINE IMUPOKOE MEIUHHOE OCBEIIECHHUE
(2007), kMOEepUHLMAEHTHI BO BpeMsl poccuiicko-rpy3uHckoro koHdbaukra (2008) u cutya-
11151 BOKpYT ceTeBoro uepBs Stuxnet (2010) co3nanu BOKpyT Mep, MPUHUMAEMBbIX B UHTEPECax
KubepoOe3onacHocTH, opeo muautapuzopaHHocTu [O’Connell, 2012, p. 191]. BoablKHCTBO
KMOEpUHIIMACHTOB Ha caMOM JieJie He TIepeceKaloT YCJIOBHBIN pyOeX, 3a KOTOPBIM UX MOXKHO
OTHECTH K «BOOPYKCHHOMY HaIlafieHWIo» B TepMuHax cT. 51 Ycrtaa OOH [ENISA, 2015]".
KubGepyrpo3sl UMeroT 60Jiee CIOKHYI0O 1 MHOTOTPAHHYIO TIPUPOIY M Yallle BCETO YTPOXKAIOT
YaCTHBIM KOMMOaHUSIM ",

ﬂpome)KyTo'-lele BbIBOA4bI

YuuTbiBasi paCCMOTPEHHBIE BbIIIE BHI3OBbI, CTAHOBUTCS MIOHSITHO, TTOYEMY IO CUX TOP
He MpeACTaBJIeHa MEXIyHapoAHas KOHBEHUHUSI MO BoMpocaMm KubepOe30MacHOCTU Sensu
stricto. Bivixxe BCero K KaTeropuu MeXIyHapOoIHOM KOHBEHIIMU B pacCMaTpuBaeMoii 06JacTu
nonxogut nanuratuea OOH, BeipaboranHas I'TID OOH. Janee MbI paccCMOTpHUM IIPaBOBYIO
CYIITHOCTB JOKJIAIOB [ PyIIIIBI TpaBUTEILCTBEHHBIX 9KCIIEPTOB.

pynna npaBuTenbCTBEHHLIX 3kcnepTtoB OOH

ITpoGnemaTrka odecrnieyeHUs1 UHGOPMALIMOHHOI 0€30ITaCHOCTH BIlepBbie OblyIa BKJIIOUSHA B
noBectky OOH B 1998 1., korna Poccuiickas ®enepaius npeacraBuia [lepoMy KOMUTETY
I'A OOH npoekT cooTBeTCTBYylOIIEH pe3omtouuu. [eHepanbHasa Accambies: puHsiia Pe3o-
mouuto 53/70 6e3 ronocoanus [ United Nations, 1998]. Hauunas ¢ 2004 r. IT'TID OOH ananu-
3UPYeT YIPO3bl, BOSHUKAOIINE BCICACTBUE pacIIMpeHUs chepbl MpUMeHEeHUST MHDOpMaII-
OHHO-KOMMYHUKaMOHHBIX TexHonoruii (MKT) B koHTeKCTe oOeciedeHrss MeXIyHapOaTHOI
0€e30IMaCHOCTH, M MEPHI IPOTUBOACHACTBUS 3TUM yrpo3aMm. Padora I'TID chokycupoBaHa Ha
pobieMax MeXIyHapOIHOTO MpaBa MapajieIbHO ¢ U3yYEeHUEM CYIIECTBYIONIINX Y BOZHUKA-
IOIIMX BEI30BOB, HOPM, TTPaBUJI U TIPUHITUIIOB, MEP 11O YKPETIJICHUIO TOBEPHS U HapallluBaHUS
noteHumana [Ibid., 2020]. Oruersl I'TI® OOH 3a 2013 1 2015 rr. B 1TaHHOM KOHTEKCTE HanbO-
Jee BaxHbl. B oruete 2013 1. I'TID OOH 3asgBuna, 4To MeXIyHapoaHOE MPaBo, B YaCTHOCTH,
YcraB OOH, cienyeT npuMeHSITh U B u3ndeckoM, U B Kubeprpoctpanctse [Ibid., 2013, para
19]. ITox M noapasyMeBaeTcsl ToCyaapCTBEHHbBIN CyBEPEHUTET U IPUHLIMITBI, CBSI3aHHBIE C
TIOHSATHEM «CyBepeHUTeT». Hampumep, rocynapcTBo o6j1amaeT opuCIUKINeit Ham MudpoBoit
WHPPACTPYKTYpOit Ha CBOEH TEPPUTOPHH, CISTOBATEIIBHO, TOCYIApCTBO HECET OTBETCTBEH-
HOCTB 32 MEXIyHAPOMTHBIC TIPOTUBOIIPABHBIEC IEHCTBUS B KHOSPIIPOCTPAHCTBE, MCXOMSIITNE C
ero Tepputopun [Ibid., para 20; Schmitt, 2017, para 1—13]. B otuete 2015 r. I'TID OOH BbI-
Jenauiia ciaenytoime npuHiumnbsl YecraBa OOH u MexXayHapoaHOTO npaBa, IPUMEHUMBIE B OT-
HOIIIEHUY TIOBENEHUS TOCYNapCTB B KMOEPIPOCTPAHCTBE: «IOCYIapCTBEHHBII CyBEPEHUTET,
CYBEPEHHOE PaBEHCTBO, pa3pellieHre CIIOPOB MUPHBIMU CPEACTBAMU U HEBMEIIATEILCTBO BO
BHYTpeHHUE nejia Apyrux rocymapcts» [Ibid., 2015, para 28b]. IlepeMmenieHrne B Kubeppo-
CTPaAHCTBO OCHOBHBIX TPUHIIMITOB MEXIYHAapOMIHOTIO ITpaBa, KOTOPbIe B OOJBIINHCTBE CBOEM
UMEIOT 00s13aTe/IbHbIN XapakTep W/Uiu ObLIM 3aKperieHbl pellieHUsIMU MexXaTyHapoaIHOro
cyna OOH, n0o/kKHO MPOUCXOAUTh MpHU COOJIIOAEHUM IKUPOKOro kKoHceHcyca [Henriksen,

18 CrremyeT Tak>Ke YYUTHIBATH BBILLIEIIIME [TO3XKE JOKIIAIbI.
19 TIpeam6yna JAupektussl EC, 1. 2. CMm. Takke: [D’Elia, 2014].
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2019, p. 4]*. HekoTtophle rocymapcrBa, BKIIOYAs «CBEPXAEPKABBI», CITYCTS BPEMSI TTOATBEP-
JUJA MPUMEHUMOCTb MEXIYHApPOIHOTO TpaBa B CBOMX KOMMEHTapusx K gokiaamam [TID
OOH u oTnenbHBIMM TTyHKTaMM cTpaTeruit kubepoesonacHoctu [Républic Frangais, 2018,
para 82, 85, 87; Australian Government, 2016, para 7, 28, 40—41; Government of the Russian
Federation, 2016, para 34; Gov.UK, 2016, para 63]. «I'pynna gBaguartu» ogo0puia mpume-
HHUMOCTh HOPM MEXIyHapOIHOTO MpaBa B KubepmpocTtpaHcTBe B 2015 . [G20, 2015, para
26]. Hoxumamer I'TID OOH cBuaeTeascTBYIOT 0 GOPMUPOBAHNHM KOHCEHCYCA U OTIPENEIEHHOTO
opinio juris TI0 pacCMaTpUBaeMOM MpoodIeMe, YTO BaXKHO IIJTSI CO3MAHMSI TTOJTHOILIEHHBIX MEX-
nyHaponHbeix HopMm [Wouters, Ryngaert, De Baere, Ruys, 2018, pp. 149—152; Haggenmacher,
1986, p. 5; Bedeman, 2010; Bradley, 2016]?'. CriemyeT OTMETHTB, UTO IESITeILHOCTb TOCYIapCTB
B KMOEpITPOCTPaHCTBE, KaK MPABMIIO, OCYIIECTBISAETCS CKPBITHO M MIMEET TIPOTUBOPEUNBBIM
xapakrep [Valjataga, 2018, p. 4—5].

TeMm He meHee B utoHe 2017 r. mo utoraM 50-ii Bctpeuu I'TID OOH Bce 6oiiee wiu MmeHee
3HAYMMBIE 3a9aTKU 0pinio juris ObTA OKOHYATEIbHO pacTtonTaHbl. [IposBuinchk GyHIaMeH-
TaJbHbIe MPOTUBOpeurs Mexny 25 uneHamu ['TID, B yacTHOCTH, MO BOMpocaM O TpaBe Ha
CaMOOOOPOHY M O MPUMEHEHUU MEXIYHAPOTHOTO TYMAaHUTAPHOTI'O MPaBa B XONE CTOIKHOBE-
Huii B KnbeprnpocrpaHcTse. Jeneramust Kyosl He mommepkaiia IpsMYyIO OTCBIIKY K TIpaBy TO-
CylIapCcTBa Ha CaMOOOOPOHY MPUMEHUTENBHO K KUOEPITPOCTPAHCTBY, 3asIBUB, YTO 3TO IMPUBE-
JIeT K «JIerTuTUMMU3aluu BoiiH ¢ mpuMmeHeHueM MKT» [Soesanto, D’Incau, 2017]. KyouHckas,
poccuiicKast M KATalcKasl Aejierallii BRICTYITUIN ¢ MHUIIMATUBOM O CO3MaHWUM TIPUHIIATIN -
aJIbHO HOBOTO CBOJa MEXIyHApPOIHBIX MTPaBUJI U O CO3bIBE CllelMaibHOlil Paboueli rpymiibl
TeHepanibHO# AccamOiien, OTKPBITOM JJ1s1 y4acTHs BCEX TOCYIapCTB U PYKOBOACTBYIOIIIEHCS B
TIPUHSATAY PEIIeHUH TPUHIINTIAMH «IIPO3PAYHOCTH, MHKITIO3UBHOCTH 1 TIOJTHOLIEHHOTO yYa-
ctusi». enerauus CILIA nnaTepnpeTupoBaja 3To KaK MOMbITKY OOHYIUTb OCTUTHYTHIN [TID
OOH nporpecc [Bowcott, 2017]. Kak otmeuanocs panee, B 2013 r. I'TID OOH 3asBuna o mpu-
menumoctu YcraBa OOH B kubeprpocTpaHCTBe, B YACTHOCTH CT. 51, KOTOpasi yTBepXKIaeT
MpaBoO TroCyJapCTB HA MHAMBUAYAIbHYIO U KOJIJIEKTUBHYIO caMo00opoHy. Cxoxee yTBepXK-
JneHune comepxutcd u B gokmage 2015 r.22 AprymeHTaunst KyOMHCKOM Aejleralny uMesa He
IOPUANYECKUIA, a cKopee MmoauTuueckuit xapaktep. B 2017 r. UTOroBbIN 1OKIad TakK U HE ObLI
onyonukoBaH. K xoniy 2018 1. ctano oueBuaHo, yto I'TID OOH 3anura B Tynuk [Soesanto,
D’Incau, 2017; Bowcott, 2017; Henriksen, 2019, p. 6—13].

B nexabpe 2018 r. TA OOH Hal1a BEIXOI M3 CUTyallMy, THULIMMPOBAB IBa HE3aBUCUMBIX
npolecca sl 00CyXIeHusT mpooaeM 0e3onmacHoCTU Tpu ucnonb3oBanuu MKT Ha miepuon ¢
2019 o 2021 1. Pe3omonueit 73/27, akruBHo nomnepxxanHoit Poccueii [Ruhl et al., 2020], TA
OOH yupenuna Pabouyto rpynmy orkpbiToro cocrasa (PI'OC), 4yTo npuBeTCTBOBAIU MpeN-
craputenu Kyosl 1 Kutast [United Nations, 2018a]. OnuHHaguath aHei coycts [eHepaib-
Hast Accam0OJiesl IpUHSsIa PE30JIIOLIMIO 10 pe3yIbTaTaM pa0dOoThI 11ecToil I pyInbl IIpaBUTENIb-
ctBeHHbIX akcnepTroB OOH, xoTopast Tenepb u3BecTHa Kak «Ipyrna nmpaBUTEIbCTBEHHbIX
akcnieptroB OOH Ha 2019—2021 rT. 110 MOOIIPEeHUI0 OTBETCTBEHHOTI'O MOBEIESHUS TOCyIapCTB

2 Dru byHIaMeHTaIbHbIC TIPUHIIMITBI pa3 3a pa3oM Bocrpou3sBoasaTes B Tallinn Manual 2.0 kak cBoero
pona 6a30Bas mpaBoBasi JOKTPUHA KUOEPIPOCTPAHCTBA.

2t CiemyeT OTMETHUTD, uTO coctaB wieHoB I'TID OOH orpanuueH, oqHako B 2013 u 2015 rr. B paGore
T'pynmbl npuHUMaNKM ydactue TpeacTaBUTed Hanbojee BausteabHbIX aepxka: CIIA, BenukoOpuraHuu,
Kwurag u Poccun.

2 B 2015 r. TTI® OOH B cienyrolux BbIpaXeHUSIX TOATBEPANIA TPUMEHUMOCTb MEXIYHAPOIHOTO
ryMaHuTapHoro mnpana: «(d) I'pynma orMeuaeT cyniecTByroniMe NpUHIMIIBI MEXIYHAPOIHOTO MpaBa, B TOM
yucse, B COOTBETCTBYIOIIUX CIydyasiX, MPUHIIMITBI TYMAHHOCTH, HEOOXOAUMOCTH, MPONMOPLUUOHAIBHOCTU U
uHauBuayanusauun» [OOH, 2015, para 28.d].
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B KOEpIpOCTPaHCTBE B KOHTEKCTE MeXXIyHaponHoii 6e3onacHocTh» [United Nations, 2018b].
Oty pesomounto nogaepxanu CIIA. HeooxonuMo otMeTutsh, 4To X0Tsa PITOC oTkpriTa mist
y4acTusl TIpEICTAaBUTENIEN BCEX 3aMHTEPECOBAHHBIX CTOpOoH?, B 2019—2021 rT. B ee pabote
NPUHMMAIOT YJacThe MpeAacTaBuTean 25 rocynapcTts: ABcTtpanuu, bpasunun, Kurtast, Dcro-
Hun, Opannun, I'epmannu, Uugun, Unnone3un, Anonun, Mopnanum, Kasaxcrana, Ke-
HuM, Maspukus, Mekcuku, Mapokko, Hunepnannos, Hopseruu, Pymbsinnu, Poccuiickoit
®enepamu, Cunranypa, FOAP, Hseiimapun, Bemuko6putannu, CILHA n Ypyrsas [Ibid.,
para 3; Ruhl et al., 2020]. B To Bpems kak I'TID OOH 3anumaercss HopMaMu, IIpaBUJIaMu,
MPUHIMIAMK, MepaMU YKPEIJIEHUsI TOBepUsl U HapallliBaHUsl TOTEHIMalla, a TaKXe TeM,
KaK MeXIyHapOmHOE IPaBO MOXET MPUMEHSAThc B KumoeprpoctpaHctBe?, PITOC moxeT
MPOJOJIKUTh pa3pabOTKy UJIM MEHSITh CYILIECTBYIOILIME HOPMbI, IIPaBUJIa U IPUHLIMIIBI, YTIO-
MsiHyTble B Pesontounu 73/27, Mepbl yKperuleHUsl JOBEpUsl U HapallluBaHUsl MOTeHIIMaa,
U3y4yaTb NPUMEHUMOCTb MEXIYHAPOIHOTO MpaBa B KMOEPIPOCTPAHCTBE, CYIIECTBYIOIINE 1
MOTeHIMAIbHBIE YTPO3bI, CO3MATh IMIOCTOSIHHYIO AMAJIOroByI0 ILIomanaky Ha 6aze OOH u co-
OTBETCTBYIOILIME MEXAYHAPOIHBIE MEXaHMU3MBbI JIJIS 3alMTHI [JTI00ATBbHBIX MH(POPMAIIMOHHBIX
cucteM [United Nations, 2018a, para 5]. CienyeT momuyepKHyTh, YTO «IlepeceKalonmecs cde-
pbl toaHoMounit I'TID OOH u PI'OC noteHUManbHO MOTYT MOBBICUTh X 3((HEKTUBHOCTD,
OJTHAKO HY>XHO MOMHUTH, yTo PTOC 6bula co3naHa B COOTBETCTBUU C MpeaioxkeHrueM Poc-
cuu, 3amelasi, TakuMm oopasoM, npemioxenue CIIA o co3manuu eme ogHoit I'TID» [Ruhl et
al., 2020]>.

Ha puc. 1 npencrapiieH rpaduk padoThl [pyniibl mpaBUuTeNbCTBEHHBIX 9KcnepToB OOH
(I'TI®) u Paboueii rpynmbl oTkpbiToro coctaBa (PIOC) Ha 2019—2021 rr.

2 HeKOTOpbIE€ 3KCMEPThI CYMTAIOT, YTO 3TO CBUAETEIBCTBYET O CTpeMJIeH Poccru MpuBieYb K yya-
CTUIO KaK MOXHO OOJIbllIe TOCYIapCTB, pa3ie/sIoluX ee Leau B KubeprpocTpaHcTBe, cM.: [Grisby, 2018;
Iasiello, 2019].

2 Cwm.: Geneva Internet Platform, Digital Watch Observatory (https://dig.watch/processes/un-gge#
view-7541-3).

2 ABTOpPBI CYMTAIOT, YTO YKa3aHHbIE (HOPMAThI pabOThI HE TOJILKO KOHKYPUPYIOT MEXKIY COOOI, HO pH-
CKYIOT MEePeUTH K OTKPbhITOMY KOHGMIUKTY. OHU yTBepxknatT, uTo «CILIA 1 UX COI03HUKMU paccMaTpuBa-
ot PTOC xak 1utomanky st B3auMoIeCTBHSI C HOBBIMU CTEHMKXOJIEpaMy, KOTOPbIe OYIYT MOMIePXKUBATh
CYIIEeCTBYIOIIME HOPMBI, pa3paboTaHHble [Pymmoil MpaBUTEbCTBEHHBIX 3KCIEpTOB. Poccusi, HanmpoTus,
cKopee CKJIOHSIETCSI K PEBU3UU YCTOSIBIIMXCST HOpM depe3 MexaHu3Mbl PTOC B COOTBETCTBUM CO CBOMMU
uHTepecamu. B To Bpems kak B 2015 r. I'TID 3asgBu1a 0 NpUMEHMMOCTH HOPM MEXIYHAPOIHOTO TyMaHU-
TapHoOro rnpasa B kubeprnpoctpaHctBe, PITOC co3naBaiack 6e3 yueta faHHoro nojsoxeHnust». Cm.: [lasiello,
2019]: «PT'OC npogena o6111yt0 BcTpeuy B cepenHe ceHTss0ps 2019 r. MHorue pasHomiacusi, CBSI3aHHbIE,
HampuMep, ¢ MeXIyHapOIHBIM TYMaHWTApHBIM IPAaBOM, KOTOpBIE paHee MPEMNsSTCTBOBAIN ITOCTKEHUIO
KOHCEHcyca, posIBUINCH BHOBB. [1pencraBurenn Kurast u Poccum B ['pyrine npaBUTETbCTBEHHBIX 9KCITEP-
TOB He TOIICPXKUBAIU Pa3BUTHE TAHHOTO HAIPaBJICHUS, OMHAKO IPYTUe TOCylnapcTBa-WwieHbl, HAalpuMep,
Erumert, BHICTYIIMIN B €€ TTOMIEPKKY, B MEHBIIICH CTETIEH! MeAaIupys BaXKHOCTb TaHHOM TIPOOIEeMaTUKK B
CpaBHEHMHU C OCTATbHBIMK. [0pa3no BaxkKHee TO, YTO TOCYAapCTBa, TUIICHHBIE BO3MOXKXHOCTH BBIPA3UTh CBOIO
no3unuio B pamkax I'TID, obpenu ronoc. Takue rocynapctba, kak MpaH, moxyduin BO3MOKHOCTb 3asiBUTh
0 CBOE Mmo3unuu o oocyxaaeMbiM BonpocaM. Paciinpenue cocraBa uieHoB PIOC oTeeuaeT nHTepecam
Kwurast, Upana u Poccum, KoTopble TeMOHCTPUPYIOT CXOXECTh TMO3UIIMI B BOIIPOCAX PETYTMPOBAHUS KU-
o6epripoctpaHcTBa. Kpome Toro, hopmaT IMCKYCCUU, OTKPBITHIIN [JIs1 Kaxkmoro rocynapctsa — ujeHa OOH,
JaeT UM BO3MOXHOCTb BBIIBUTATh Ha TTEPEIHUI TJIaH IPUOPUTETHBIE BOTIPOCHI, HAaIIpuMep, I POBOIi Cy-
BepeHUTET (M BCe CBSI3aHHBIC C NTAHHOW KOHIETIIMEN SIBJICHUS, HalIpuMep, KOHTPOJIb Hall HeXXelaTeIbHOI
nHbopMalmneit), 3apydasich MOIIePXKKOM MaJIbIX TOCYIApCTB, KOTOPbIe He MU OBl TIpaBa rojioca B paMKax
T'TID. UMeHHO TT03TOMY aBTOpUTApHBIE MJIW 3aKPHIThIE TOCYIapCTBa MOIIEPKUBAIOT MpeioxeHust Kurast u
Poccun. HeynuBurenbHo, 4To cTpaHbl 3anana, Takue Kak ABcrpanusi, Benvko6puranus u CIIA, BeICTYIIU -
Jii ipoTuB co3nanust PIOC».
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9-13 ceHTabps 2019 5-6/9-13 gekabps 2019  24-28 cbespans 2020 17-21 aBrycta 2020

MNepBas paboyas HedopmanbHble BCTpeyn Bropasi ceccust I3 TpeTbs paboyas
ceccusi + Mepeas ceccus M3 ceccusa 19
Proc Proc Proc ma Proc rma Proc ma ma
3-4 nioHs 2019 2-4 pekabpsi 2019 10-14 despans 2020 6-10 nions 2020 20-21/24-28 mas 2021
OpraHu3saunoHHas MesxceccnoHHas Bropasi paboyas 3akntoumnTensHas HedopmanbHbie BcTpeun
BCTpeYa BCTpeYa ceccust paboyasi ceccust + 3akntoumnTenbHas
CO CcTevikxongepamu pabouas ceccus M

Puc. 1. Tpaduk pa6otel I'TID u PITOC na 2019—2021 rr.

Hcmounux: Yupasnenue OOH no Bompocam paszopyxenus (https://www.un.org/disarmament/
ict-security/).

B xontekcte nesitenibHocTH PTOC Mbl aHaIM3UpyeM TOKYMEHTbI, MPUHSThIE TI0 UTO-
raMm pabounx BCTped M HAXOASIIMecs B CBOOOTHOM IOCTYIIE: i) OpraHM3allMOHHasT BCTpeda
3—4 uronHd 2019 r. [United Nations, 2019a; 2019b]; ii) nepBasi pabouas Bctpeua 9—13 ceHTs0ps
2019 1. [Ibid., 2019¢; 2019d]?%; iii) HedopMaibHasE BCTpeya co cTeiikxonaepaMu 2—4 nekaopst
2019 r.”” u iv) Bropas pa6ouast Bctpeda 10—14 despais 2020 1.8 AHanu3 JOKYMEHTOB ITOKa-
3aj1, yto PTOC B HacTrosiiiee BpeMsl HaXOOUTCS Ha 3Tarie 00MeHa MHEHUSIMM T10 BOTIPOCY O
MIPUOPUTETAX AesITeTbHOCTH Paboueil rpynmbl. B yacTHOCTH, MpeacTaBUTENN CTPAH-YWICHOB
BbICKa3aJIM MHEHME, 4YTO «HOBbIE (cyiiecTBytoiue) ['TID u PTOC noyikHbI 0Ka3bIBaTh B3aUM-

% Cwm. takxke: OEWG Chair’s letter to Member States on the First Substantive Session; Updated list
of experts for the presentations on the six areas outlined in paragraph 5 (a) — (f) of the provisional agenda
of the OEWG (A/AC.290/2019.1) as of 28 August 2019 (https://unoda-web.s3.amazonaws.com/wp-content,/
uploads/2019/09/280819-Updated-list-of-experts-first-substantive-session-OEWG-on-developments-in-
the-field-of-information-and-telecommunications.pdf).

2 OEWG Chair’s letter to the Member States for the intersessional meeting (1 November 2019); Chair’s
letter to the Participants of the OEWG informal intersessional consultative meeting (26 November 2019); Cal-
endar of Side Events; OEWG Chair’s letter on the summary report of the informal intersessional consultative
meeting from 2—4 December 2019 (28 January 2020). Cm.: Open-ended Working Group. United Nations Of-
fice for Disarmament Affairs (https://www.un.org/disarmament/open-ended-working-group/).

2 HerosHblii criucok 1oKyMeHToB BKiouaet: The OEWG Chair’s letter to Member States on the sec-
ond substantive session; Chair’s working paper for the second substantive session; Draft Programme of Work
for the second substantive session; Tentative draft structure of the report (substantive component); Background
paper on existing UN bodies and processes related to the mandate; Background paper on International Law in
the GGEs; Background paper on Regular institutional dialogue; OEWG Chair’s letter to Member States for
the second substantive session (4 February 2020); Draft Organization of Work of the second substantive ses-
sion. CMm.: Open-ended Working Group. United Nations Office for Disarmament Affairs (https://www.un.org/
disarmament/open-ended-working-group/). Cnenyer Takke oOpaTUTh BHUMaHHME Ha OMMYOJUKOBaHHBIC
MaTepuabl, MPENCTaBICHHBIE OTIELHBIMU CTPAaHAMM, a TaKXXe HedOopMallbHbIE MPENIOKEHMS CO CTOPOHBI
MEXAyHapoaHbIX opraHusanuii. Cm. takke: [Kaspar, Kumar, 2019].
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HYIO MTOIIEPKKY U CITIAXUBATh MPOTUBOPEYMSI»>. AHAIN3 TOKYMEHTOB, OITyOJMKOBAHHBIX 11O
uToram HegopMaibHOI1 BCTpeuu u nepBoit padoueii ceccuu I'TID B nekadpe 2019 r., npuBo-
JUT K cXoxXuM pesyiabrataM™. [TomoGHbBIN ncxon oxumaeM, nockoiabky PI'OC obsg3aHa mpe-
JOCTaBUTh OTUET O CBOE IesdTeIbHOCTH K 75-11 ceccum I'eHepanbHOit AccaMmbiien, KoTopas
cocrtontcs Bo Bropoit monosuHe 2020 r.%! I'pynmna npaButenbcTBeHHBIX 9KcniepToB OOH mpe-
JIOCTAaBUT CBOM oTueT B xone 76-ii ceccuu A OOH B 2021 1. [United Nations, 2018b, para 3].

CeromHst HUKTO He BO3bMETCS YTBEPXKIATh, 0COOEHHO B CBETE MOCIEAHUX COOBITUIA, UYTO
B 2013 1 2015 rr. I'TID OOH cBovMu oTyeTaMM MpeacTaBUIa HEKUI opinio juris OT 1WA BCETo
MEXIYHAPOIHOTO COOOIIECTBA, OMHAKO STH OTUYETHI JOKA3LIBAIOT IIPUMEHUMOCTh MEXKIyHA-
pomHoro IpaBa B KubeprpoctpaHcTBe. [Toka TpynHO cKa3aTh, K KAKUM pe3yJbTaTaM MpUIyT
PI'OC u I'TID, B yacTHOCTH, OYAYT JIM IIEPECMOTPEHBI TIPUHIIAIIBI MEXIYHAPOIHOIO Ipa-
Ba, UTO B KOHEYHOM CYETe MPUBEIET K BbIPaOOTKE MEXIYHAPOAHOTO KOHCEHCYca, Uiu, Ha-
MPOTUB, U3HAYAJIBHO CYIIECTBYIOIINE MOTUTUYECKHUE MMPOTUBOPEYNS CBEAYT HA HET JIIOObIE
MOIIBITKY BRIPA0OTATh B3aMMOIIpHUeMIEMOe pelieHue. A. XeHpUKCeH YTBEpPXKAAeT, YTO CTar-
Hauwms nmpouecca no JuHuu I'TID OOH B 2017 1. ipuBeAET K MOSIBJICHUIO peTMOHAJIbHBIX MHU -
MaTuB, HarpuMep, Ha ypoBHe EC¥. HacKkoibKo 3TO yTBepXKIeHNE MOXET COOTBETCTBOBATh
JEeUCTBUTEILHOCTU, MBI PACCMOTPHUM B CJIEAYIOIIEM pa3Jee.

Ovpexktnea EC 2016 1. n 3akoH o knbepbesonacHocTtn 2019 .

AHanu3 nokymeHToB EC 1o mpobiiemaM KubepOe30nacHOCTU A0Ka3biBaeT cTpeMiieHre EB-
POCOI03a 3aHITh B JaHHOM cdepe TUIUPYIOLIYIO TO3UIINI0>,

JupektuBa EC ctana rnmepBbIM B CBOEM poOJie IOpUANYECKHU 00513aTeIbHBIM TOKYMEHTOM
TOPM3OHTAJILHOTO IIPSIMOTO JIeiicTBUS B cepe Kubepode3zonacHocTu sensu stricto. Lenvio dn-
PEKTHUBBI SIBJISIETCS 3allIUTa KPUTUUYECKON MH(PPACTPYKTYphl (ITOCTABIIMKOB XMU3HEHHO BaX-
HBIX ¥ TH(PPOBBIX YCIYT) OT KUGepaTak, KOTOPBIE MOTYT OKa3aTh «CYIIECTBEHHBII pa3pyIm-
TenbHBIN 3¢ dekT> [European Union, 2016, article 6]. EBponeiickuit [TapmamenTt u Coset
EC npunstmu dupektuny 6 utojst 2016 T. co CpOKOM MMIUIEMEHTALIMU CTpaHAMU-WICHAMM JI0

» OEWG, Chair’s working paper in view of the Second substantive session (10—14 February 2020)
(https://www.un.org/disarmament/wp-content/uploads/2020/01/191231-oeeg-chair-working-paper-second-
substantive-session.pdf).

% Ha MOMEHT HaIlMCaHU] JaHHOM CTaTbW AOKYMEHTHI BTopoii ceccum I'TID OOH (24—28 deBpans
2020 r.) eme He ObUTA OMTYyOJIMKOBAHBI.

31 United Nations Office for Disarmament Affairs, Fact Sheet Intergovernmental Processes On The
Use Of Information And Telecommunications In The Context Of International Security 2019—2021 (htt-
ps://s3.amazonaws.com/unoda-web/wp-content/uploads/2019/03/2019+03+26+-+Fact+Sheet+Cyber+-
+OEWG+and+GGE+processes+-+2.pdf).

32 XeHpPUKCEH YTBEPXKIAET, YTO PErMOHAIM3ALMS CUCTEM OOecIeuyeHns] KUOepOe30macHOCTH B BUIE
MPaBOBBIX ITOICUCTEM PA3TNYHON ITyOUHBI SIBJISIETCS HEXeIaTeIbHOI ¢ YIeTOM ITI00aIbHOTO pacpocTpa-
HeHus cetu MHTepHeT. TeM He MeHee OH MPM3HAET, UTO PErMOHAIM3AIUs TOBECTKM KNOepOe30IacHOCTH
JaeT ompee/eHHbIe MPEeUMYIIECTBa, MO3BOJSsA, HAapUMep, U3bexaTh MPOAOIKUTEIBLHOIO Iepuona 00-
CYX/I€HUsI, CIIOCOOCTBYS TOCTUXKEHUIO KOHCEHCyca 1o 0oJjiee CIoXHbIM BormpocaM U T.11. [Henriksen, 2019,
p. 6]. He3zamomnro mo mposana I'TID B 2017 1., coBeTHUK npe3uneHTa CILIA 1Mo BHyTpeHHe 6e30macHOCTH
Tom Boccept 3asgBUI, YTO «HACTAJIO BpeMsI pacCMOTpeTh MHBIe rmonxonbl <...> CILIA npomomkar paboTaTh
¢ HeOOJIBIIION TPYIIION TTApTHEPOB-EAMHOMBIIIUIEHHUKOB» | Bossert, 2017].

3 Cwm., Hanpumep: [European Union, 2019, recital 15; European Commission, 2013a, p. 7, 11; 2013b,
p. 5; 2018, p. 1; Westby, 2019; Fantin, 2019; Niebler, 2019]. Cm. Takke npumedaHue 7 (HoMepa CHOCOK B
AHIJIMICKOM OpPUTMHAJIE U B NTAHHOM CTaTbe PacXOASTCsl, B MCXOMHOW BEPCHUM CChUIKA OblIa MO HOMEPOM
13. — Ilpumeu. nep.).
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9 masg 2018 r. Henp upekTuBbl OblIa chOpMYyIMpOBaHA CISOYIONIMM O00pa3oM: «...00ecIe-
YUTh BBICOKUI CpeIHUII YPOBEHb CETEBOM M MH(OPMaIMOHHON 6e3omacHocTU» [European
Union, 2016]*. Ipuaarne JupeKTUBBI OBUIO OOYCIOBIEHO OTCYTCTBHMEM ITPABOBBIX HOPM
B o0jacTu KubepOe3onacHOCTU B 3aKoHomatelnbcTBe crpaH EC. Jlaxke mocie IpuHSITHS CO-
OTBETCTBYIOLIUX HOPM MEXIY CTpaHaMu — djieHaMu EBpocolo3a COXpaHSTUCh 3HAYMTENb-
Hble pacxoxaeHMsl. EBporieiickre 3akoHomaTeNd ObUTM OOECIOKOEHBI TeM, YTO «MacllTao,
YaCTOTHOCTh M OPraHM30BaHHOCTh KMOepaTaK BO3PACTaIOT; OHU MOTYT MPUBECTU K HECIIO-
COOHOCTH YaCTHOTO OM3HECa BBITTOJHITh CBOM (DYHKIIMU, CYIIIECTBEHHBIM (DMHAHCOBBIM I10-
TepsAM B MaciuTabax Bceil skoHoMuku EC 1 co3math yrposbl B coliMaabHoil chepe» [Ibid.]>.
JupekTuBa HaKJaablBa€T MHOXECTBO 00513aTe/IbCTB Ha CTPaHbI-WIECHBI, BKJIIOYasl 00e-
ClieueHWe MMHMMAJbHOTO YPOBHSI HAlIMOHAJBbHON TOTOBHOCTM MyTeM Ha3HAuYeHUS KOM-
METEeHTHBIX OPTaHOB, OTBETCTBEHHBIX 34 BBLIMOJHEHUE MOJIOXEeHUI JIUpeKTUBBI, CO3IaHMS
TPyTI OBICTPOTO pearupoBaHus, pa3pabOTKN HALIMOHAJIbHBIX CTpaTernii U MJIaHOB B3aUMO-
neiictBus®®. HemanoBaxHo, uto JMpeKTHBa HAKIAAbIBAET 00S13aTeIbCTBA Ha ABE KATETOPUU
YACTHBIX KOMIIAHMIA: TTOCTAaBITUKOB XXN3HEHHO BaXXHBIX M IU(MPOBEIX yeryrY. I HUX CITH-
COK 00513aTeIbCTB BKIIIOYAET: 1) IPUHSITHAE COOTBETCTBYIOIIMX TEXHUYECKUX U OPTaHU3aLIMOH-
HBIX Mep IJIS IPOTUBOAEICTBUS yrpo3aM NHGOPMAIMOHHOM 0€30IMaCHOCTH; ii) MOATOTOBKY
¥ BHEIpEHME TUIAHOB 00ecreYeHs HeIIPEePhIBHOCTHU ASIOBOM NeSITeIbHOCTH; iii) MH(MOPMMU-

3 TIpeam6Oyna JIupeKTUBHI, pasa. 4.

3 Tlpeambyma JIMpeKTUBLI, pasm. 2.

3% Kaxmoe rocyaapCTBO-4jieH 00s13yeTcsl MOAIepXKXUBaTh MUHUMAJIBbHBIA YyPOBEHb FOTOBHOCTH, LISt
3TOTO OHU 00s13aHBI HA3HAYMTh OTBETCTBEHHBIE 3a peann3alnio JJupektussl opransl | European Union, 2016,
article 8], co3maTh rpymribl pearupoBaHusi Ha KoMmIibloTepHble Kpusuchl (“Computer Emergency Response
Teams” — CERTs unu “Computer Security Incident Response Teams” — CSIRTs) [Ibid., 2016, article 9], a
Takxke pa3paboTaTh U MPUHSITh COOTBETCTBYIOIINE HAIIMOHAJIbHBIE CTPATETMU CETEBOM U UHDOPMAIITMOHHOM
0e30IMacHOCTH U IJ1aHbl B3aumozaeiicTeus [Ibid., article 7]. HaimoHaabHbIe OpraHbl TOJKHBI COTPYAHUYATH
JIPYT ¢ IpyroM B ceTeBOM (hopmate, obecrieurBaroieM 6e30nacHoCTh U 3(PHEeKTUBHOCTb B3aUMOACUCTBYS,
BKJItoYasi oOMeH uHdopMaliueit, oOHapy>XeHUe U pearnpoBaHue Ha ceTeBble U MHGOOPMAIIMOHHBIE YTPO3bI
Ha BceM npoctpaHcTtBe EC. TocynapcTBa-uiieHbl 1OKHBI 0OMEHUBATbCs UHGOpMaLMeil U COTPYIHUYATh B
WHTepecax NpeAoTBpallleHUs] CETeBbIX U MH(MOPMALIMOHHBIX yTpo3 cornacHo [1naHy B3anmoneiictsus EBpo-
neiicKoro coro3a i obecrneyeHust ceTeBoit 1 nHdopMalMoHHOI 6e3onacHocTu [Ibid., article 11]. BaxHeii-
1€l 00s13aHHOCTBIO TOCYIAPCTB-UJIEHOB SIBJISIETCS COCTABJIEHUE CIUCKA MOCTABIIUKOB XXU3HEHHO BaXKHBIX
yeayr [Ibid., article 5]. Kpome Toro, Tpedyercst pa3BuTue KyJbTyphl pucK-MeHemkmeHTa [Ibid., part 4, 44];
YACTHBII CEKTOP U rOCyIapCTBEHHbIE MHCTUTYThI JOKHBI B3aUMOJIEICTBOBATh 1 0OMEHUBAThCSI MH(MOpMa-
mwmeii [Ibid., part 35]. Cm. Takke: [Roex, 2016].

7 [TupexkTrBa (OKycUpyeTcs Ha ABYX THUITaX YaCTHBIX KoMImanuit (ctT. 1, 4, 5, 14, 16): (i) moctaBImmku
>KU3HEHHO BaXXHbIX YCIYT U (ii) mocTaBIIMKKU MbpPpoBbIX yciayr. ComnacHo M. 2 ¢T. 15 JIupeKTuBsbl, MocTaB-
IIUKY XU3HEHHO BaXKHBIX YCIIYT OTNPENeIeHbl KaK «KOMITAaHUY, 00eCcTieunBaloIIe MpeIoCcTaBIeHUe YCIIyT,
KPUTUYECKU BAXXKHBIX JUIS TTOAJEPKaAHUS COLUATIbHON U/ WJIM 9KOHOMUYECKO aKTUBHOCTH, TIPU 3TOM MPEA0-
CTaBJIeHUE JaHHBIX BUIOB YCJIYT OMKUPAETCS Ha ceTeBble U UH(GOPMALIMOHHbIE CUCTEMbI, 8 UHIIUACHTHI, CBSI-
3aHHbIE C HapyllleHWeM 0e30MacHOCTU AaHHBIX CUCTEM, MOTYT MPEMITCTBOBATh MPEAOCTABIEHUIO JAHHBIX
yeayrs». [punoxenue 11 JIupekTuBbl CONEPXKUT MPUOIUUTENbHBIN CITUCOK CEKTOPOB, B KOTOPBIX rocyaap-
CTBa-4IECHbI TOJDKHBI OMPENETUTh KIIIOYEBbIX MOCTABIIMKOB XU3HEHHO BaXKHbIX YcJayr. CIIMCOK BKIIIOUYAET:
0aHKOBCKUIi CeKTOp, (DOHMOBBIN PHIHOK, TPAHCIIOPTUPOBKY U paclpeneeHre SHepruu, BO3MYIIHbIM, Xe-
JIE3HOMOPOXKHBII U MOPCKOU TPaHCIIOPT, 3ApaBOOXpaHEHUE, MHTEPHET-YCJIYTH U TOCYIapCTBEHHbIE YCIIYTH.
BHe npaBoBbIX pamMoK JIMpPEKTUBBI OCTAIOTCSI OOBEKTH TpUMEHEeHUsT sinepHoit aHepruu [Lemmens, 2018].
K nocTaBuikaM niu@poBbIX YCIyT, HA KOTOPBIX TAKXKe PaclpOCTPaHSIOTCS 00s13aTe/IbcTBa B paMkax Jlupek-
TUBBI, OTHECEHBI OHJIAiHOBbIE TOPTOBbIE MJIOIIAIKU, TOUCKOBBIE CUCTEMBI U «00IauHbIe» CepBUCHL. Bce oHM
yka3anbl B [Tpunoxenuu 111 Jupexktusl. [1py moarotroBke 10KyMeHTa OCTajIbHbIE BUIbI IUGMPOBBIX YCIYT
ObLIM OLIEHEHBI KaK He CToJIb BaxkHbIe [Roex, 2019]. [IupexkTrBa He 003bIBa€T rOCy1apCTBa-YIEHbI COCTAB-
JISSTh CIIMCOK KJIIOYEBBIX MOCTaBUIMKOB LUGMPOBBIX YCIYT, OCTaBJsAs UM cBoOoay nelictBuii [Markopoulou
et al., 2019, p. 4].
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pOBaHME TPYIIT pearnpoBaHMS O BCeX 3HAYMMBIX MHIIMIEHTAX, CBI3aHHBIX ¢ MTH()OPMAIINOH -
HOIi 6€30I1acHOCTHI0. [0 CHX IOp He SICHO, YTO B paMKaX JIMpeKTUBBI BKIIOUAETCS B IIOHSITHE
«CYIIECTBEHHbIN pa3pyIInTeabHbIN 3¢hdeKkT*. OcTaeTcss OTKPBITHIM BOIIPOC O TOM, KaK 3TO
MOHSTHE OyIeT MPUMEHSIThCS Ha TPaKTUKeE.

Hanee MBI IepexonuM K 3akoHy o Knbepoe3onacHoct EC, mpungrtoMy ITocTaHoBe-
Huem 2019/881 Epponeiickoro napnamenta u Cosera EC ot 17 anpenst 2019 r. o EBporneii-
cKoM areHTcTBe 1o kubepbesomnacHoctu (ENISA) u o ceptuduumpoBaHUM TEXHOJIOTHI B
001acTu UH(MOPMALIMOHHOM U KOMMYHUKaIIMOHHOI 6e3onacHocTu [ European Union, 2019].
ITocTaHoBnenue Berynuiio B cuity 27 utoHs 2019 r. [IpaBoBbiM 6a3ucom [TocTraHoOBIEHMS BbI-
crymaet cT. 114 loroBopa o ¢pyakunonuposanuu Espomneiickoro coio3a (TFEU). IToctanoB-
JIEHWe TeM caMbIM HaIlpaBJIeHO Ha peaju3allldio 3aJ1adyd MOCTPOeHUs (PYHKIIMOHUPYIOIIETO
BHYTPEHHETO phIHKA coracHo cT. 26 JJorosopa [Ibid., 2012; Mitrakas, 2018, p. 411]. ITpu-
HSTUE 3aKOHA O KMOepOe30MacHOCTH ObLIO OOYCIOBICHO psiioM (haKTOPOB, B YACTHOCTH,
ctpemjieHneM EC 3aHSTh TUAUPYIOUIYIO TTO3UIIMIO HA MEXAYHAPOAHOM PBIHKE TEXHOJOTUIA
0e30I1acCHOCTU HapsiLy ¢ OCO3HAHUEM TOTO, YTO CYLIECTBYIOIIAsA CUCTEMa HEe MOXeT obecrie-
YUTh CBOEBPEMEHHOE MPOTUBONCICTBUE OMPEISTICHHBIM YIpo3aM, O YeM CBUICTEIbCTBYIOT
HenaBHue kubeparaku [ Fantim, 2019]. [To cyTu, naHHBII 3aKOH BIIEpBble MPEICTaBUI CUCTE-
MY CepTH(MUIIMPOBAHUS TEXHOIOTHI U poBoit 6e30macHOCTH Ha BceM TTpocTpaHcTBe ECY.
[TomoGHas crcTeMa Mpu3BaHa CHU3UThL PUCK (pparMeHTallH eIUHOTO PhIHKA*’ 1 TTOBBICUTD
KoHKypeHTocnnocooHocTh EC Ha mtobanbHOM ypoBHe [Mitrakas, 2018, p. 411]. Hanuuue cep-
TUdUKaTa OyIeT CBUAETEIbCTBOBATh O TOM, UTO MPOAYKT WJIM yCIyra COOTBETCTBYIOT 3a/1aH-
HBIM KPUTEPUAM U 00ECIIeYMBAIOT ONpeAe/IeHHBIN YPOBEHD 3aIIUIIIEHHOCTH OT KNOEepyrpo3
[Ibid., p. 413]*. OmHUM U3 BaXXHBIX TOJIOXKEeHUIT 3aKOHa SBJIsIeTCA TpeOboBaHME K rocynap-
CTBaM-WIEHAM O Ha3HAYeHUHU OTHOTO WJIM 00Jee KOMIIETEHTHBIX OPTaHOB IIJIST BBITTIOTHEHMS
3a71a4 110 cepTU(ULUPOBAHUIO, JIMO0O O HaACIEHUN COOTBETCTBYIOIIMMU (DYHKIMSIMU Opra-
HOB JIPYTOT0 rOCyIapCcTBa IMPY HAJIMYUKM COOTBETCTBYIOIIEH JoroBopeHHOCTH . Kpome Toro,
3akoH HazgensieT ENISA mocTosHHBIM MaHAaToM U 00jiee IMUPOKUM HabopOM (YHKIMIA,
CraTbst 6 3aKkoHa 0 KubepOe3onacHOCTH ykasbiBaeT, 4To ENISA GyneT comeiicTBoBaTh ro-
cylapcTBaM-4ieHaM B Pa3BUTUM WX MOTeHIMada (HampuMmep, B pa3padOTKe U BHEAPEHUU
MPUHLIKIIOB pacpoCcTpaHeHUsI HH(pOpMaIK 00 YI3BUMOCTSIX* M CO3MaHNM HALIMOHATbHBIX
TPYIII SKCTPEHHOTO pearupoBaHusl, YTO HATIPSIMYIO CBSI3bIBaeT 3aKOH O KUOepOe30MacHOCTH
¢ IupeKTuBOI*, omHAKO YKa3aHHBIE MEPHI He SBJISIOTCS IOPUINIECKHI 00S3aTeIbHBIMMU.

3 OtmenbHBIE YKa3aHUsI OTHOCUTEBHO TOTO, YTO CJEAYeT IIOHUMATh TOJ «CYIIECTBEHHBIM pa3pyIlv-
TeNBHBIM 3((HEKTOM», comepKarcs B CT. 6, 14 u 16 JlupekTuBhl, a TakxKe B pasn. 27, 28 u 38 [1peaMOyIbl.

¥ D10 GBUTO CEIaHO B MHTEpecax co3naHust enuHoro peiHka MKT-TpoayKimu 1 yeyT, Ha 4To yKasa-
Ho B cT. 51 3akoHa o kubepbe3onacHocTu. CreayeT Takke 0OpaTUTh BHUMaHUE Ha LIEJIM CUCTEMbI CepTUdU-
Kalliu, TIepeyrCcIIeHHbIC B TOM Xe CTaThe.

4 Hanpumep, Bo ®paHInu yxe cyliecTByeT cobCcTBeHHas cucteMa ceprudukaiuu “Certification Sé-
curitaire de Premier Niveau”. Cwm.: [Mitrakas, 2018, p. 412].

4 OTMeTHM, 4TO YKa3aHHbIE MEPHI B HACTOSIIIIEE BPEMST UMEIOT CTATyC 10OPOBOJIbHBIX. 10 MCTeueHUN
YyeThIpexJieTHero meproaa EBporneiickas KoMuccus OymeT BIpaBe HANEIUTh MX O0S3aTeTbHBIM CTATYCOM.
Cwm. [Fantin, 2019].

“ TTynkr 1 cT. 58 3akoHa 0 KMGEpOE30MaCHOCTH.

4 Takum o6pasom, EC paccmarpuBaer ENISA Kak HagexXHYI0 MHCTAHLIVIO TIPU PELIIEHMU BOIIPOCOB,
CBSI3aHHBIX ¢ BHepeHueM cTtaHaapTa cBsizu SG. Cwm.: [Fantin, 2019].

4 TTynkr 1.b cT. 6 3akOHa 0 KUGEpPHE30MACHOCTH.

4 TIynkr 1.d cT. 6 3akoHa 0 KUOGepHE30MaCHOCTH.
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KnbepbesonacHocTb 1 npaso EC:
HenpPeoaoNNMbIA aHTArOHN3M?

Panee Mbl Bbiaenwiun mnsTh (aKTOPOB, 00OCHOBBIBAIOIIUX TPYIHOCTHU, CBI3aHHbBIE C CO3/a-
HHEM HOPM MEXIYHapOITHOTO MpaBa B cepe KubdbepbezomacHocTH. Jlajee MBI pacCMOTPUM,
KaKue 13 3TUX (aKTOPOB UMEIOT MeCTO B MpaBoBoii cucteme EC.

Bbicokuvi TeMI v TEXHOJIOMMYHOCTb KnbeppeBoIoLmMmn

Bricokwmit TeMIT 1 TEXHOJIOTUIHOCTD SIBJITIOTCSI HEOTHEMJIEMBIMH 3JIEMEHTaMU KHUOep-
PEBOJIOLNH, M 3TOT (haKT HAXOAUT OoTpaxkeHue Kak B mHuumatuBax OOH, Tak 1 B pelieHusIx
EBporeiickoro coro3a. OueBUAHO, YTO reorpadudeckas orpaHU4eHHOCTh, 9KCKIIO3MBHOCTh
COCTaBa YJIEHOB, a TAKXKe MPUHIUMITMAIBHOCTD COOTIONEHUSI ONPEACICHHBIX CTAaHAAPTOB MPU
BCTYIUVICHUU B COCTaB OOBbEAMHEHUSI, OTCYTCTBUE 3a CTOJIOM IEPEroBOPOB KPYMHBIX KUOEP-
JepKaB Hapsiy € yxKe CYILIEeCTBYIOIIMMU MTPaBOBBIMM MHCTPYMEHTaMU, KOMIIETCHUUSIMU U
HaJHALIMOHAJIIbHBIMU CTPYKTypamMu EBpocoro3a nomoralot 00beIMHEHUIO UITH B HOTY C KU-
OeppeBOIOLIUEi.

CyBEPEHHOCTb, TEPPUTOPUAIILHOCTb, (PparMeHTaLus IopPUCaNKLMN
" 1opUaANYECKON aTpnubyLmm

OrcyTcTBUE B KMOEPIIPOCTPAHCTBE KAKUX-IMOO TEPPUTOPUAILHBIX OIpAaHUYEHUN SIB-
JsieTcs ero 6a3zoBoii xapakrepuctukoil; npemioxeHuss OOH u EC yyuTsiBaoT 310 00CTOSI -
TeTbCTBO. B KOHTEeKCcTe paccMOTpeHHOM paHee JIUPEeKTUBHI ClieAyeT OTMETUTh CIICAYyIOIIee:
MOCKOJIbKY KpUTUYecKasi MHPpaCTpyKTypa cTpaH EBpocoio3a B OCHOBHOM pacrojiaraeTcsl
BHYTPH €T0 rpaHull (HaIpuMep, CUCTEMbI OYUCTKU BOABI, OONBHULIBI, 3K/ TTyTH)* 1, ciieno-
BaTeJIbHO, BHYTPU €ro COOCTBEHHOI ropucaukiuu, ctpaibl EC Moryt obecrneunBarh ee 3a-
Ty 6e3 onmopkl Ha MexayHaponHoe npaso [Fidler, 2015, p. 9—10], TeM caMbIM HE UCHIBITHI-
Bas 3aTpyAHEHUI, CBSI3aHHBIX C (hparMeHTaluueil opucINKIUU. CXOXUi TPUHLIMIT 3aI0KEH
U B 3aKOHE 0 KubepOe30MacHOCTH, CT. 58 KOTOPOTO IJIacUT:

«Kaoxcdoe eocydapcmeo-unen nHaznauaem oO0UH UAU HECKOAbKO HAUUOHAAbHBIX OP2AHO8 NO Cep-
mughukayuu Kubepbe3onacHocmu Ha ceoeii meppumopul Ul ¢ COAAacus pye02o 20cyoapcmea-
Ynena, HasHauaem O0OUH UAU HECKOAbKO HAUUOHAABLHBIX OPeAHO8 No cepmugukayuu Kubepdeso-
NAcCHOCMU, CO30AHHBIX 8 IMOM OPY2OM 20cy0apcmee-ynene, 045 8bINOAHEHUs. YKA3AHHbIX 3a0aY.
Hayuonanshvle opeanst no cepmuguxayuu Kubepbezonachocmu 00s3ytomces: (a) KOHMPoOAUpo-
8amb U NPUMEHMb NPABUAQ... 0451 MOHUMOpUuHea coomeemcmeus npodykmos UKT, ycaye HKT
u npoyeccoe UKT mpebosanusam eeponeiickux cepmuduxamos Kubepbe3onachocmu, Komopbie
OblaU 6bI0AHbL HA UX COOMBEMCMEYIOUWUX MEPPUMOPUSIX...; KOHMPOAUPO8ams U obecne4ugams
cobnrodenue npoussodumensmu u nocmasuuxkamu npodykmog UKT, ycaye UKT uau npoyeccos
HUKT npasua, ycmano8aeHHbIX HA COOMBEMCMBEYIOUWUX MePPUMOPUSX. . »* .

FOpunuyeckast aTpuOyLust U B JAHHOM KOHTEKCTe MpencTaBisieT Hanbosee mpooiaeM-
HyI0 o0nacTb. Ota npobjeMma xapakrepHa 1 Wit EC; B mmepcIieKTuBe oHa MOXET OClIaOUTh
3 PEeKTUBHOCTD eBPOIEHCKIX NHUILIMATUB B 00J1aCTU KNOEepOEe301acHOCTH.

4 TTpunoxenue 11 Qupektussl EC.
4 Crarbg 58.1, c1. 58.7(a) u cr. 58.7(b) 3akoHa 0 KUOEPOE3OMACHOCTH.
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lfocynapcTBO VS YaCTHbIVI CEKTOP

KubeprnpocTpaHCTBO yrpaBiisieTcs YaCTHBIMU UHCTUTYTaMU COIJIACHO He(hOpMaJIbHbIM
MpaBujiaM M HOpMaM, 4To co3aaeT TpyaHoctH Kak 1 EC, tak u it OOH. ABtopsl JIupek-
TUBHI YKa3aJ1 Ha BAXXHOCTb BBEIEHUS 0013aTeNIbCTB KaK JJIsI TOCYTapCTBEHHBIX OPTaHOB, TAK
W JUISL TIpecTaBUTEesIell YaCTHOTO CEKTOopa, B YACTHOCTH, Ha MOCTABIIMKOB XXU3HEHHO BaX-
HBIX U IU(POBBIX YCIYT, nepeunciaeHHbIX B [1pmnoxenuu 11 u Ipunoxennn 111 IupeKTuBb
cootBeTcTBeHHO. EC 006/1aaeT COOTBETCTBYIOIIMM OITBITOM, IIPABOBLIMUA MHCTPYMEHTAMU U
JIOCTaTOYHO Pa3BUTHIM BHYTPEHHUM PBIHKOM ISl BHEAPEHUS MOA0OHBIX TpeboBaHuii. Ju-
pekTuBa U 3aKOH 0 KnOepOe30IMacHOCTH MO3BOJISIIOT TocynapcTBaM — djieHaMm EC BBoauTh
MepbI HaKa3aHM B Cly4ae HEeCOOTIONeHM TTOJIOKEHNI YIIOMSIHYTBIX JOKYMEHTOB*, HO mpu
3TOM HeT HMKaKMX TapaHTHWii, YTO YaCTHBIM OM3HEC OydeT 3aMHTepecoBaH COTPYAHUYATDH C
roCyJapCTBOM B yiliepO CBOMM KOMMEPUECKUM UHTepecaM, a HOBbIE ITpaBuia He CTaHYT Mpe-
MISTCTBUEM MHHOBALIMOHHOMY pa3BUTUIO. Bee ele He sicHo, Kak ctpaHbl EC OymyT nHTep-
MPEeTUPOBATh MOHSITUE «KUOEPUHUUIESHT CO 3HAUUTEIbHBIM Pa3pyLIUTEbHBIM BO31ECTBU-
€M» U CMOTYT JI1 OHU JOOUTHCS OT MOCTABIIMKOB KU3HEHHO BAXHBIX U IIU(MPOBBIX YCIYT
coOIoaeHNS 00s13aTeNbCTBA 00 MH(POPMUPOBAHUM COOTBETCTBYIOIIMX MHCTAHIINI O IIOI00-
HBIX MHIIMACHTax*, 6e3 yero JIupeKkTrBa OyIeT JTUIeHa CMBICITA.

,ﬂOBO,ﬂbI B 0OJ1b3Y MNMpuMeHeHus CyLLeCTBYIOLLINX HOPM 1 cO34aHNs1 HOBbIX

JupextrBa 1 3aKOH 0 KNOEPOE30ITaCHOCTH SIBISIOTCS IMPUMEPAMU HOPM, CO3IaHHBIX
OCJIe TOro, KakK nmpobieMa Knubepbe30macHOCTH Iprobpeia MOJIUTUIECKU OTTEHOK. EBpo-
COI03 C €r0 IMPOKUMU BO3MOXKHOCTSIMU B chepe HOPMOTBOPUYECTBA MOXET 3a7aBaTh IeOI0-
JIUTAYECKIME TTapaMETPBl pacCMaTPUBAEMOI'0 BOIIPOCA, YTO B JAHHOM CUTYaLIMi MMEET OTpe-
JeJSTIolee 3HaYEeHME.,

KnbepmaHus

Hns EBponeifickoro coro3a BCENPOHUKAIOIAS CYIITHOCTh KNOEPTEXHOIOTHM MPEaCTaB-
JIIeT MeHbIIyIo ipobnemy, Hexenn mist OOH, u, cnenoBaTenbHO, JaHHBIN (haKTOp HE HYXK-
naetcs B moapooHoM pa3dope. EC He HameneH nmonooHsiIM OOH MaHgaToM B OTHOILIEHUU
MoaAepKaHUsT MEXAYHapOAHOIO MUpa U OE30MACHOCTH, PA3IMYAIOTCS OHU U KOJIMYECTBOM
rocyaapctB-uieHoB. OOH, B cBotw ouepenb, He umeeT cxoxux ¢ EC moiHoMounii B o61actu
5KOHOMMWYECKOU MOJMTUKU U KOHKYPEHIIMU, a TAKXKE BHYTPEHHETO PhIHKA.

Opuanyeckas 06s13aTe/IbHOCTb

Kak 1 mo060ii 3akoH EC, 3akoH 0 K10ep0e3011acCHOCT! HOCUT IOpUANYECKI 00s13aTe b~
HBII XapakTep Ha BceM mpocTtpaHcTBe EBpocoro3a ¢ MOMeEHTa BCTYIUIEHUS B CUTy 27 UIOHS
2019 1.5° IupextuBa EC TakxKe SIBIsETCA I0pUANIECKH 00s3aTeTbHBIM ToKyMeHTOM?!. TeM He
MeHee opuanyeckasi cwia 3akoHa 1 JAMpeKTuBbl HUKAaK He TPeBO3HOCUT MX HajJ HE CaMbl-

4 Crarbs 21 OQupektnBbl EC 1 cT. 65 3aKoHa 0 KMGepOe30MacHOCTH.

4 Crarbs 14.3 u ct. 16.3 Tupektunsl EC.

30 Cratbs 288, §2 Jorosopa o pyHKuMoHUpoBaHMM EBpomneiickoro coro3a: Art 288, para 2 TFEU: «Pe-
IJIaMEeHT uMeeT obiree neiicTBre. OH SIBIsIETCS] 00s13aTeTbHBIM B TTIOJTHOM 00beMe 1 TIOIUTEXKUT MPSIMOMY TTPU -
MEHEHUIO BO BCEX TOCYIapCTBaX-YWICHAX».

3t Cratbs 288, §3 JloroBopa o ¢pyHKIIMOHUpOBaHWUK EBporieiickoro cow3sa: «/IlupektrBa nmeeT 00s13a-
TEJIbHYIO CUJTY JIJIST KaXKIIOTO TOCyIapCcTBa-4ieHa, KOMY OHa aJipecoBaHa, B OTHOIIIEHUM pe3yJIbTaTa, KOTOPOTO
TpeOyeTcst NOCTUYh, HO OCTaBJISIET B KOMIIETEHIIMY HAITMOHAIBHBIX MHCTAHIIMI BBIOOP (DOPMBI M CTTOCOOOB
TOCTHKECHUS».
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mu ynauHbiMu nHuMatuBamMu OOH B cdhepe kubepbe3onacHocT. HeT HU4ero ciioxHoro B
TOM, YTOOBI OOBSICHUTH, KaknM 00pa3oM B EC mocturaeTcst KOHCEHCYC OTHOCHUTEIHLHO I0pH-
ITYeCKM 00s13aTeTbHBIX Mep. [ToMMO BIIOJTHE OUYEBUIHBIX IPUYMH (TIPAaBOBBIE MHCTPYMEH-
THI B pacniopstckeHnn EC, KoMITeTeHITMM, HagHAIMOHAIBHBIE MHCTUTYTHI, KITYOHBII XapakTep
o0benMHEeHNsT), TOT (hakT, 9To JIMpeKTUBAa BBOIWUT IOPUANYECKU OOsI3aTeIbHbIE MEPHI IJIsT
3aIIUTHl KPUTUYECKON MHMPACTPYKTYPHI, He SBJISIETCS YeM-TO UYKIBIM IUIST €BpOITECKO-
TO TIpaBa’?; KpoMe TOTO, MONOOHBIE Mephl 0OecIeueHNsT KnhepOe30MmacHOCTH IHPOKO 06-
cyXmaroTcsl Ha MexayHapoaHoM ypoBHe [ European Commission, 2005; 2009; 2013c; United
Nations, 2004; Melzer, 2011]. IupekTBa 1 3aKOH 0 KHOepOE30MaCHOCTH CTaIu IIPOAYKTaMU
OTJIAXKEHHOTO 3a TOJITHE TObl M MPeKpacHO (GyHKIIMOHUPYIOIIEro BHYTPEHHEI0 HOPMOTBOP-
yeckoro mexanusma EC.

Ha naHHBIIT MOMEHT MHOTOE YKa3bIBaeT Ha TO, UTO MPAKTUUECKM BCE OMUCAaHHbBIE DaK-
TOPBI, KOTOPBIE 3aTPYAHSIOT pa3paboTKy Mep B 001aCTH KnOepOe30MacCHOCTU, SIBJISIOTCS He-
OTHEMJIEMBIMU CBOMCTBaMU KMOepOE30IMacHOCTU KakK TakoBoii. CiemnoBarebHO, OHU MpHU-
CYTCTBYIOT KaK Ha MEXIYHapOITHOM, TaK U Ha PeTMOHAIILHOM YPOBHE, W BO3IEHCTBYIOT Ha
HOpMOTBOpUYecKuii mpouecc Kak Ha ypoBHe OOH, Tak u B EC, HecMOTpsI Ha pa3inaus MeXIy
MHCTUTYyTaMH. DTO He 03HadaeT, 4To TojJbKo OOH mm Tonpko EC momkeH 3aHUMAThCS CO3-
JaHMeM HOPM B 00JacTy KubepOe30macHOCTH sensu stricto. COBCeM HeTaBHO B XOIe BTOPOit
pa6oueit Bctpeun PI'OC nipencrasurens EC 3asBuit:

«FEsponeitickuii coro3 u cmpanst — ynenvt EC nodoepacusaiom danvHeliuiee e3aumodeiicmeaiue 6 0au-
HOUL cghepe ¢ KarueabiMu MeNCOYHAPOOHbIMU U PecUOHAAbHBIMU NAPMHEPAMU U OP2AHU3AUUAMU,
npedcmasumensmu 2paicoaHcKko20, HAy4YHO20 U 0e108020 COOOUECME 8 UHMePecax U30edcanus
0yOAUPOBAHUsL YCUAUTI U NOUCKA 03MONCHOCIEL 045 CUHepeUU U pacnpedeseHus 0meemcmeeH-
Hocmu 0451 nOOOEPHCaAHUsI CKOOPOUHUPOBAHHOCMU U CO2AACOBAHHOCIU HAUWUX KOAACKMUBHbIX
Oelicmauii»>.

3akn4yeHue

B maHHO#1 cTaThe MBI ONIPENETIIIN TISITh (PAaKTOPOB, 00YCIABINBAIOIINX JUINTETLHOCTD TIPO-
1ecca Co3maHMsI MEXIyHAPOIHO CUCTEMBI PETyIUPOBaHUs KNOEPIIPOCTPAHCTBA U TPYIHO-
CTU TIPUMEHEHUS MEXIYHApOIHOTO TIpaBa st obecriedeHrst KubepoesormacHocTr. K atuMm
(hakTOpaM OTHOCSTCS BBICOKAsl CKOPOCTb OCYIIECTBIAEHUS JeITeIbHOCTU B KUOEpIPOCTpaH-
CTBe U LM(PPOBU3ALIMY B MEXIYHAPOIHOM MacllTade; (pparMeHTUpOBaHHAS IOPUCIUKIINS U
CJIOKHOCTb IOpUIMYECKOM aTpuOyLUMu; MpobiemMaTkKa COOTHOUIEHUS POJIM rocylapcTBa U
YaCTHOIO CEKTOPA B YIIPABJIEHUU KUOEPIPOCTPAHCTBOM; LI€JI€COOOPA3ZHOCTh aNaNTUPOBAHUS
CYILIECTBYIOLIMX HOPM MEXIYHApOAHOTO MpaBa K peaarsiM KuOepIrpoCcTpaHCTBa; a TakxKe (de-
HOMEH «KHUOEepMaHU».

EBporneiickuit colo3 mpencTtaBuil ABa IOpUANYECKM 00s13aTEIbHBIX TOKYMEHTA 10 BO-
npocaM Kubepbe30macHOCTH Sensu stricto. 10 cUX TIOp HET SICHOCTH, HACKOJIBKO 3G (heKTUBHO
OyIeT OCYLIECTBIATLCS BHEAPEHUE U MCTIOJHEHUE 00s13aTebCTB, HAKIalbIBAeMbIX TaHHbI-

2 Cwm. cr. 2 1. (a) B [Coser Esporeiickoro coro3sa, 2008, p. 78], a taxxe ITpunoxenue I1 B [European
Commission, 2005, p. 20].

33 EU Non-Paper on Capacity Building to Advance Peace and Stability in Cyberspace, for the Work of
the Open-Ended Working Group on ‘Developments in the Field of Information and Telecommunications in
the Context of International Security’, submitted to the second substantive session of the OEWG (10—14 Feb-
ruary 2020) (https://unoda-web.s3.amazonaws.com/wp-content/uploads/2019/09/eu-non-paper-submission-
oewg-2019.pdf).
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MHu gokyMeHTamu>*. FOpunudecku o6s3aTenbHbli xapakrep Jdupektusbl EC u 3akoHa 0 Ku-
oepoe3onacHoct EC He o3navaer, yto mHuuratuBel OOH B manHOIT cepe oOepHYINCH
npoBanoM. HampoTtus, «Msrkoe mpaBo» MOXKET ObITh (¢ eKTruBHEe T00BIX (OPMaTbHBIX
00513aTeIbCTB, YTO OYEHb XapakKTEepHO ISl MeXayHapoaHoro npasa [Wouters et al., 2018,
p. 165—167; Pauwelyn et al., 2012, p. 159—160; Boyle, 1999, p. 901-912; Virally, 1983;
Reisman, 1988]. Pesynsrater padotel I'TID OOH B 2004—2017 rr. OKa3bIBalOT, YTO MEXKIY-
HapoIHOE MTPaBO MOXET MPUMEHSIThCS KaK JJIsl PETYJIMPOBaHUS AESITEIbHOCTU TOCYIapCTB B
KUOepHpOCTpaHCTBE, TaK U ISl JOCTUXKEHUSI KOHCEHCYCa MEXXIy BeAyIlIMMU TocyaapcTBaMu
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